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Annomayus. TlpencraBieH CpaBHUTEIBHBIM aHAIM3 METOMOB CETEBOM CETMEHTAIMU JUIS
MPOTHBOACHUCTBUS JIATEPATHHOMY TMEPEMEIICHUIO 3JI0YMBIIIJICHHUKOB B M30JIMPOBAHHBIX Cpelax.
Ha ocHoBe aHanmm3a TmpeUio’keHa KOHLEMIUS IPEOJOJICHUS CUCTEMHBIX OrpaHWYCHUH
CYLIECTBYIOIINX TIOAXOJIOB CETEBOH CErMEHTaluu. MeTOMOJOTHsI OCHOBaHA HA KPUTHYECKOM
aHaJIM3€ SBOJIOIMHU 3alIUTHBIX MapaJurM — OT TPAAWIMOHHBIX peUIeHui Ha ocHoBe virtual local
area network um access control list 10 COBpeMEHHBIX KOHIETIIUH MHKPOCErMEHTAIUN
U apXHUTEKTYPhl «HYJIEBOTO JTOBEpUS» — C NPUMEHCHHEM aHAJIUTUKU LENOYeK aTak Ha OCHOBE
¢peiimBopka MITRE ATT&CK mist orneHkum 3((EKTUBHOCTH TPOTUB KITIOYEBBIX TEXHHUK
nepemenieHus. B kadectBe pemeHus (yHKIMOHAIBHBIX MPOTHBOPEYHH pa3zpadOTaHa KOHIICTIIIHS
QIalITUBHOM IMHAMHYECKOW CErMEHTAIlM{, WHTErPUPYIOIas HWEepapXui0 YPOBHEH 3alluTHI,
JeKJIapaTUBHYIO OHTOJIOTHIO MOJIUTHK M MEXaHH3M IPEBEHTHBHOM OPKECTpAIMU TPAHUI] Ha OCHOBE
aHAMTHKH yrpo3. HaydHas HOBM3HA 3aKIIOYaeTCss B CHHTE3€ TNPUHIMIIOB JTUHAMHYECKOU
KOHTEKCTyaJIM3allud  TIOJIMTHK, NPEAMKTUBHOM aganTallid CETMEHTOB UM HENpPEPbIBHOM
BepH(HUKAINN CETEBOM aKTUBHOCTH.
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Analytical article

COMPARATIVE ANALYSIS OF THE EFFECTIVENESS OF NETWORK
SEGMENTATION METHODS TO PROTECT AGAINST THE MOVEMENT
OF AN ATTACKER IN ISOLATED COMPUTER NETWORKS
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Abstract. The article presents a comparative analysis of network segmentation methods
to counteract the lateral movement of intruders in isolated environments. Based on the analysis,
the concept of overcoming the systemic limitations of existing network segmentation approaches
is proposed. The methodology is based on a critical analysis of the evolution of security paradigms
— from traditional virtual local area network and access control list solutions to modern concepts
of microsegmentation and zero-trust architecture — using attack chain analytics based on the MITRE
ATT&CK framework to evaluate effectiveness against key relocation techniques. As a solution
to functional contradictions, the concept of adaptive dynamic segmentation has been developed,
integrating a hierarchy of protection levels, a declarative policy ontology, and a mechanism
for preventive border orchestration based on threat analytics.
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The scientific novelty lies in the synthesis of principles of dynamic contextualization
of policies, predictive adaptation of segments and continuous verification of network activity.
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BBenenne

AKTyanbHOCTb HCCIEI0BaHMs OOYCJIOBIEHAa SKCIOHEHUHUAIBHBIM POCTOM CIIOKHOCTH
kubepaTak, TJe TpaJWIMOHHAs  TEPUMETPOBas  3allUTa HECHOCOOHa  IMPEIOTBPATHTH
TOPU30HTAJIBHOE MEPEMEIIEHUE 3J0yMBIIIJICHHUKA BHYTPH CETH IOCIE€ IEpBOHAYAIbHOU
komnpomeranuu. Kak ormeuator mpenctaBurenu Positive  Technologies, HenocratouHas
CerMEHTAaLUsl CeTH SABJISIETCS OAHOM W3 OCHOBHBIX MPHUYMH YCHEIIHOCTH KuOepaTak
Ha UHOpacTpyKTypy opranuzauuid. Peamum 2023-2024 rr. AeMOHCTPHPYIOT, YTO OTCYTCTBHE
CErMEHTALMU CeTH II03BOJISIET AaTaKyloIIUM ¢ JII00OH TOYKM HHQPACTPYKTyphl MOIY4YHUTh
uHpopManrio 000 BCEX OCTANBHBIX €€ y3JlaX W ONEPaTHBHO ONMpPEICNIUTh MPUOPUTETHBIC Henu [1].
BOJIBIIMHCTBO YCHEIIHBIX aTaK BKIIOYAIOT 3Tall TOPU30HTAIBHOIO MPOJBMKEHUS K KPUTUYECKUM
aKTHBaM, YTO MPUBOAUT K MAcCIITaOHBIM YTEUKaM JaHHBIX U (PMHAHCOBBIM MOTEpsM. B ycioBusx
nudpoBoi TpaHcHOpMalMM TOCYAAPCTBEHHBIX CHCTEM U IPOMBIIUIEHHBIX ceTell mpoliema
M30JIALUU PUCKOB CTAHOBUTCSI KPUTHUECKOM Il HALIMOHAJILHON 0€301acHOCTH.

CocrostHue poOeMbl B HAyYHOU JINTEpaType XapaKTepu3yeTcs IPOTUBOPEUMSIMHU:

1. DddexruBHOCTE Vs YmpaBiseMocTh. Tpamuimonneie meroabl (Virtual Local Area
Network (VLAN), Access Control List (ACL) cHIKarOT MOBEPXHOCTh aTaKH, HO UX AKCILTyaTaIus
B JMHAMMYECKHX Cpelax NPUBOIUT K OSKCIIOHEHIHAIBHOMY POCTY CJIOXXHOCTH M3-3a PYYHOTO
yIIpaBJICHUS TTpaBHJIaMu Ha ocHOBe [P-anpecos.

2. I'panynsipHocts n3omsauuu. TpeboBanus denepanbHoil ciryx0b1 Poccuiickoit @enepanuu
Mo TeXHHYeckoMy U H3KcrnopTHoMy KoHTpodto (DPCTOK Poccum) (mpukaz DCTIK Poccum
or 11 ¢espang 2013r. Ne 17 «OO6 ytBepxknenun TpeGoBanuii o 3ammre HHGMOPMAIHH,
HE  COCTAaBJSIIOIIEH  TOCYIApCTBEHHYIO  TallHy, COJAEp)Kalleiics B  T'OCYJapCTBEHHBIX
nHpOpMalMOHHBIX cuctemax», npukaz DCTIK Poccum ot 18 depans 2013 r. Ne 21
«O6 yrtBepxkaeHun CocTtaBa U COAEPKAHUSA OPraHU3ALUMOHHBIX M TEXHUYECKHX Mep
1o o0ecrevyeHnIo 0e30MacHOCTH NMEePCOHANBHBIX JaHHBIX NMPH MX 00paboTke B MH(POPMALMOHHBIX
cUCTeMax IEepPCOHANBHBIX AaHHBIX», mpukaz ®CTOK Poccum ot 25 nexabps 2017 r. Ne 239
«O6 ytBepxkaeHun TpeOoBaHuii 1o oOecrmeyeHHI0O O€30HMaCHOCTH 3HAYUMBIX OOBEKTOB
KpuTHYecKor mH(popMaIoHHON nHppacTpykTypsl Poccuiickoit @enepanuny, TOCT P 57580.1—
2017. be3onacHocTh (pMHAHCOBBIX (0aHKOBCKMX) omepanuil. 3amuTta MHGOpMAMU (PUHAHCOBBIX
opranuzanuii. ba3oBelii coctaB opraHu3aMoHHBIX U TexHHUeckux Mep, ISO/IEC 27001, Payment
Card Industry Data Security Standard, PCI DSS, npeanucbsiBatoT 00513aTe/IbHYI0 CETMEHTALUIO 1151
M30JISIIH KpUTHIEeCKUX cerMeHToB (demilitarized zone, DMZ), ynpasistomue cuctemsl). OqHaKo
¢usnyeckas cerMeHranus, o0ecrneuyrBas MaKCUMalbHYI0 0€30IacHOCTb, SKOHOMHYECKU
HenenecooOpa3Ha Ui pacHpeesIeHHbIX CeTel, a JIOTMYecKue MeTonbl (Hampumep, virtual routing
and forwarding, VRF) He Bcerja mpemsiTCTBYIOT MPOABMKEHHIO aTaKyIOUIMX 4Yepe3 ysA3BUMOCTHU
ypoBHs L2 mogenu OSI.

3. [Mapagurmer  6e3omacHoctu. Konuemniust «HyneBoro gosepust» (Zero Trust, ZT)
JeKJIapupyeT HEoOXOIUMOCTh BepH(UKAMU KaXIOro 3ampoca, HO €€ peanm3anus dYepes
MHUKPOCETMEHTalNI0 TpeOyeT IiyOOKON MHTErpaluy ¢ CUCTEMaMH ayTeHTU(UKAIMH, YTO CIIOKHO
B TETEPOTEHHBIX cpenax. AJbTepHATHBHAS MOJETh «MAaKCHMAJIBHOTO HEIOBEpPHS», COYETAIOIIast
CerMEHTALMIO 0 OTxAedaM, MmudpoBaHue Tpaduka M KOHTPOJIb HPUBUIIETHH, AEMOHCTPUPYET
MPEUMYIIECTBA B 3alIMTE OT BHYTPEHHUX YTPO3, HO YBEIIMYMBACT ONEPALMOHHBIC PACXOIBI.
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HCJ’II) HUCCIICIOBaHUSA — CpaBHI/ITCJ'II)HHﬁ aHaJIn3 MCTOJ0B CCIrMCHTAIlMH cereit JJIA BBISIBJICHUS
OIITUMAJIbHBIX peIlIeHHfI, MUHUMU3UPYIOIIHUX PUCKHN TIEpEMCIICHUA 3JIOYMBIIIUICHHHUKOB
B U30JIMPOBAHHBIX KOMITBIOTCPHBIX CCTAX.

MeTtoaosorus uccjie0BaHUA U Kaaccuukanus MeToA0B ceTeBOi cerMeHTAlNU

Hacrosee uccinenoBanue 6azupyercs Ha CUCTEMHOM TOAXOJE K aHAIN3Y 3((HEeKTUBHOCTH
METOJIOB CETEBOM CETMEHTAIMH B KOHTEKCTE MPOTHBOJICHCTBUS TOPU3OHTAIHLHOMY ITEPEMEIICHUIO
(Lateral Movement, LM) 3moymbinuieHHUKOB. /[l JOCTHMIKEHHS TIOCTABICHHOM €M ObLI
MIPUMEHEH KOMIUIEKC METOOB, BKIFOUAIOLTHI:

1. CucreMaTu3aiuio U KIacCUPUKAIHIO.

BreisiBIeHHMEe W TpYNIUPOBKA CYMIECTBYIONIMX METOJOB CETMEHTAIlMM Ha OCHOBE
(yHIaMEHTANbHBIX APXUTEKTYPHBIX MPUHLIUIOB ((U3HuecKas H30JALHUs, JOTHIECKOe pa3eeHre
Ha ocHOBe IP/mopToB, maeHTHU(UKAIMA HA YPOBHE MPHUIOKEHHUN/PabouuX HArpy30K, MOJIUTUKO-
OPUEHTHUPOBAHHOE YMpaBJICHHWE), MEXaHU3MOB peaju3aluu (ammapatHbie, MPOTpaMMHBIC,
THOPUJTHBIE) U YPOBHS TPAHYJSIPHOCTH (MaKpO-, MUKPOCETMEHTAITHSA).

2. AHanu3 TakTHK, TeXHUK U npoueayp (TTPs) 3710yMbIIUIEHHUKOB.

ComnocraBieHHe BO3MOXKHOCTEH Ka)I0r0 METO/Ia CETMEHTAIIMH C TEXHUKAMH TIPOJIBYKCHUS
aTaku, TOKyMeHTHpoBaHHBIMH B pamkax ¢peiimBopka MITRE ATT&CK. 3T0 m03BOIHIIO OIICHUTD,
Ha kakoM stare nenouku ataku (kill chain) meTos oka3piBaeT caepxuBaroliee Bo3IeHCTBHIE.

3. ®opMupoBaHUE CUCTEMBI OLIEHOYHBIX KPUTEPHUEB.

Omnpenenenne KIFOUYEBBIX METPHUK 3()()EKTUBHOCTH, pEIIEBAHTHBIX IENISIM HUCCIICTOBAHHS:

— CHIDKEHHE TIOBEPXHOCTH aTaku, TO €CTh CIOCOOHOCTh METO/Ja MHUHHUMHU3HPOBATh
KOJIMYECTBO JIOCTYMHBIX MyTeH KOMMYHUKAIIMA MEXKIYy HECBSI3aHHBIMH CErMEHTaMU/pabodurMu
Harpy3kamu. lV3MmepsieTcss Kak TMPOICHTHOE YMEHBIICHHE BHIUMBIX Y3JI0B W CEPBHCOB
13 CKOMITPOMETUPOBAHHOI 30HBI;

— o¢pdexTuBHOCTL caepxkuBaHuss LM, TO ecTh CHOCOOHOCTH TPENOTBpAIIaTh WU
CYIIECTBEHHO 3aTPYyIHSATH BBHINIOJHEHHE KOHKPETHBIX TeXHWK LM (Hampumep, OJOKHpPOBKA
HeaBTopu3zoBaHHOoro Remote Desktop Protocol (RDP)/Server Message Block (SMB),
MpeIOTBpAIlEHUE CKAaHUPOBAHUS TOJICETEH);

— CIIOKHOCTh YIPABJICHUS M OKCIUTyaTallud, TO €CTh TpPeOOBaHUA K pecypcam s
pa3BepThIBaHUS, KOHPUTYPHPOBAHKS, MOHUTOPUHTA U TIOJICPKKH pelicHHs (BKIIOYas OOydCHHE
nepcoHana). OneHuBaeTcs MO IIKajge OT HU3KOM (Hampumep, OazoBeie ACL) 10 BBICOKOI
(Hampumep, AeTanbHast MUKPOCETMEHTAUS ¢ JMHAMUYECKUMU TIOTUTHKAMHU ),

— aJanTHUBHOCTh, TO €CTh CIIOCOOHOCTh pEIICHHUS JHHAMHUYCCKH aJalnTHPOBATHCS
K U3MEHEHUSIM B CETH, a TAaK)Ke K U3MEHEHUIO JaHamadTa yrpos;

— BO3JICHCTBUE HA IPOU3BOAUTEIHLHOCTD CETH, TO €CTh BIHMSIHHE Ha 33/IEPKKY, IPOITYCKHYIO
CHOCOOHOCTh M BpeMs OOpabOTKM NakeToB (HampuMep, Hu3-3a TIIIyOOKOH WHCHEKIMH WIN
JIOTIOJTHUTENBHBIX POBEPOK);

— YCTOWYUBOCTHh K 00XOAY, TO €CTh YS3BHMOCTh METO/Aa K M3BECTHBIM TEXHUKaM 00Xofa
CeTMEHTAllMu (HAampuUMep, UCHOIb30BAaHUE PpA3pPEHICHHBIX IMOPTOB Ui TyHHEIUPOBAHUSA,
3710yNOTpeOIeHNE TOBEPEHHBIMH XOCTAMH).

Knaccupukauusa MeToa0B ceTeBO cerMeHTaluu

Ha ocHoBe anaim3a HaydyHOH JIMTEpPaTypbl, COBPEMEHHBIX HCCIEHOBAaHUN M OTPACIIEBBIX
IIPAKTUK MOJYKHO BBIACIUTH CIEAYIOIME OCHOBHBIE METOJBI CETEBOM CETMEHTALMH, PEIIEBAHTHBIC
3allUTE U30JUPOBAHHBIX ceTel oT LM:

1. TpaguimoHHBIE METOBI:

— @usnueckas CECrMEHTALUS.

ITonHOe u3nueckoe pa3aeneHue ceTeil ¢ UCIO0Ib30BaHUEM OTAEIbHBIX KaOEIbHBIX CUCTEM,
KOMMYTaTOpPOB M MapuipyTu3aTopoB. OOecrieunBacT HAUBBICUIMKA YPOBEHb W3OJISALUH, HUCKIIOYast
BO3MOKHOCTh HECAaHKLIMOHUPOBAHHOI'O JOCTyIla HAa KaHaJdbHOM ypoBHe. Kpaiine sddextuBen s
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3alUThl KPUTHUECKUX CETMEHTOB, HO 00JafjaeT KaracTpoUUecKn HU3KOM MaclITaOUpyeMOCTBIO
U TMOKOCTBIO, BBICOKOH CTOMMOCTBIO M CIIOKHOCTBIO YIpPaBJIeHHUS H3MeHeHusMu. [Ipaktudecku
HE aJIalTHBEH.

— Bupryanbsnsie nokansnbie cetu (VLAN).

Jlormueckoe paszieneHHe NIMPOKOBEHIATENBHBIX JIOMEHOB B paMKaxX OJHOW (pu3mueckoi
UHPACTPYKTYpsl Ha KaHanbHOM ypoBHe Mmojenu OSI. Taxke Mmo3BoJiseT rpyHNIHpPOBATH XOCTHI
1o (HyHKIIMOHAIFHOMY MPHU3HAKY HE3aBUCHMO OT UX (u3uueckoro pacronoxkenus. VLAN siBisiercs
0a30BBIM MEXaHM3MOM H30JIALMHU, onHAKO ysi3BUM k atakamMm VLAN Hopping (Double Tagging,
Switch Spoofing) u He obecneunBaer 3ammTy Ha ceteBoM ypoBHe (L3). Ympamnenue cratudso,
MaciuTabupoBaHue OrpaHUYeHo JuMHUTaMu kommyTtaTopoB (ctangapT IEEE 802.1Q nmoanepxuBaet
10 4094 VLAN).

— Cnucku koHTpOois pocryna (ACL).

QunbTpanms Tpaduka Ha MapmIpyTH3aTOpax M KommyTtatopax L3 Ha ocHoBe IP-ampecoB
UCTOYHMKA/HAa3HAYeHUs, MOpToB U NpoTokosoB (L3-L4). OcHOBHON HMHCTPYMEHT KOHTPOJIS
MEXCErMEHTHOTO TpauKa B TPAJAUIIUOHHBIX CETSX.

I'maBHBIMH HEIOCTaTKaMHU SABJSIOTCS CTATUYHOCTh IPABWJI, SKCIIOHEHIHUAIBHBIA pPOCT
CIIO)KHOCTH YIPAaBICHHUS C YBEJIWYCHHEM CETH, 3aBUCUMOCTh OT IP-ampecammm (mpoGiema
MOOMJIBHOCTH XOCTOB M nedunura [Pv4), cioXHOCTh ayJuTa U BBICOKAs BEPOSTHOCTH OIIMOOK
KoHurypanun. DpPeKTHBHOCTD MPOTHB COBPEMEHHBIX YTpo3 (aanTHBHbIC aTakd, MIM(POBAHHBIN
TpaduK) orpaHUYeHA.

2. CermeHTalisi Ha OCHOBE NPOTpaMMHO-ONpenesieMbix ceteir  (software-defined
networking, SDN).

Hcnonp3yeT MNpHHIUIBI [EHTPATM30BAaHHOTO YIPABICHUS IUIOCKOCTBHIO  yTIPaBICHUS
(xonTposiep SDN) u oTneneHus ee OT IMIOCKOCTH JJaHHBIX (CBUTYM/MapuipyTu3atopsl). [lo3Bonser
OTIPENIeNIATh TIOTOKH TpaduKa M MOJUTHKH 0E30MAaCHOCTH HE3aBUCHUMO OT (PU3MUYECKOW TOMOJIOTHH.
ITpumepsr: OpenFlow, Cisco ACI, VMware NSX.

KntoueBbIMM TpeMMyIIeCTBaMHU  ABISETCS THUOKOCTh, LEHTPAIN30BAHHOE YIPABICHUE
MOJIMTHKAaMH, aBTOMaTh3amus (opkecTpaiusi depe3 application programming interface, API),
BO3MOKHOCTh peasin3aluy 0oJiee NeTaaTu3upOBaHHbBIX MTPABUI HA OCHOBE KOHTEKCTA (II0JIb30BATENb,
npunoxenue), yem ACL [2]. [Ipu 5ToM JaHHBIN METON peaqu3yeM IMpH MOCTPOSCHUU CETH C HYJIS
WJIH CYIIECTBEHHOHN MOJepHU3auu HHGPacTpyKTypsI [3].

CtouT OTMETUTh, YTO INPUMEHEHHE IAHHOTO METOAA CO3JAeT OIpPE/EICHHbIE PUCKHU,
BBIPAKAIOLIMECS] B TOM, 4TO KOHTpouiep SDN CTaHOBUTCS KPUTHYECKOM TOYKOM OTKa3a
W TIOTEHIMAIbHON Tenbto ataku [4, 5]. Dd(EeKTHBHOCTh CHIBHO 3aBUCHUT OT KOHKPETHOM
peanu3aniy U HHTErpaliy ¢ IPYTHMU CHCTeMaMH 0e3011acHOCTH.

3. MukpocerMeHTanus.

[TpuHIIMNHAIBHO HOBBIM IMOAXO, MEPEHOCALINA T'paHUIBl CETMEHTAlMH C YPOBHS CETH
Ha ypOBEHb OTAEIbHBIX PA0OUYMX HArpy30K (BUPTyasJbHbIE MAalllMHBI, KOHTEHHEpPHI, (U3NYECKHE
cepBephl) WM JaKe OTICNbHBIX NpHIIOKeHUI/cepBucoB. Kaxnas pabodas Harpyska MOJy4aeT
COOCTBEHHYIO «30HY 0€30IIaCHOCTH» C YHUKAJIbHBIMH MOJUTHKAMH.

[Ipu peanuzanyy JTaHHOTO METOAA OOBIYHO HCIIONB3YIOTCS TUIEPBU3OPHBIE MM XOCTOBBIE
areHThl (Host-Based Firewalls, HBF), mu060 BO3MOXHOCTH KOMMYHHUKAallUK B CpEJe
BUPTYyaJIM3alluyi/KOHTeiHepu3au (HarpuMep, rpymmsl 6e3omnacHoctd B VMware NSX, Calico
Network Policy mns Kubernetes, AWS Security Groups). IlomuTuku 0OBIYHO ONPEACIISIOTCS
Ha OCHOBE WJIEHTU(UKATOpPOB paboumx HArpy3ok (Terd, MeTaJaHHble) WIM aTpUOYTOB
npusiokeHui, a ue [P-aapecos.

OCHOBHBIM TPEUMYIIECTBOM JaHHOTO METOJa SBIAETCS CHIKCHHE IMOBEPXHOCTHU aTaKu
BHYTpPH CerMeHTa ceTd. [lake mpu KOMIpOMETallMu OAHON paboueil HarpyskH, 3710yMBbIIIIEHHUK
W30JIMPOBAaH OT JpPYTUX, €CIM HET SBHOTO pa3pelieHUs] Ha KOMMYHHMKAIMIO MEXIY HHUMH.
DddexkTruBHO OJOKHUPYET OOJBIITYIO YaCTh TeXHUK LM.

OnHako mpH peanu3alyy JaHHOTO METOJa CYIIECTBYET PHCK PE3KOro YBEITHUEHHs YHcia
MOJIUTHUK, CJOXHOCTH ONpEeAeNCHUs M MOJJEepKAHUS aKTYaJbHOCTH MpaBWJI Jisi OOJIBLIOTO
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KOJIMYEeCTBA TMHAMHYECKH W3MEHSIOMMXCSI 00BEKTOB, a TaK)Ke HEOOXOIMMBI BEICOKHE TPeOOBaHMUS
K IPOM3BOJIUTEIFHOCTH CUCTEM YIIpaBICHHs MOJUTUKaMHU. Peanusanus gaHHOro moaxonaa Tpedyer
3penbIX MPOIIECCOB YIpaBieHus KOH(UTrypaueil u uaeHTuduKanueil akTHBOB.

4. CerMeHTalys B paMKax apXUTEKTYphl «HyJeBoro nosepus» (ZT).

JlaHHBIN TOAXOA HE SIBISIETCA OTIEIbHBIM TEXHOJOTMYECKUM METOAOM, a IPEICTaBISET
co0Oil apXUTEKTYpHBI TPUHIUI M HA0Op TMPAKTUK, KOTOPbIE MOTYT pEalU30BBIBATHCS
C WCTIOJIb30BAaHUEM PA3IMUHBIX TEXHOJOTHH (BKIIIOUast MUKpocerMeHTanuto, SDN). OcHoOBbIBaeTCS
Ha TOCTYyJaTe «HUKOTJa He J0oBepsii, Bceraa mposepsi» (Never trust, Always verify). Kitouessie
MIPUHIIMIIBI JaHHOTO noaxoa u3noxensl B ctangapre NIST SP 800-207 u Bkito4atoT B ce0s SBHYIO
MIPOBEPKY BCEX 3alpOCOB JOCTYIA, IPUMEHEHHE NPUHIUNA MHHUMAJIbHBIX IPUBHWIETUH,
MIPEATNONI0KEHHE O KOMIIPOMETAIUU CETH [6].

Peanuzanus monxoma Ha 6aze ZT TpeOyeT cTpOroil cerMeHTalmMud Kak MeEXaHu3Ma
MPUHYXACHUS K IOCTOSHHON NpPOBEPKE [OCTyNa MEXIy CEerMeHTamMH (MaKpOypOBEHb) W/WIH
pabounmu Harpy3kamu (MukpoypoBeHb) [7]. JocTyn mpenocTaBisieTcsi HA OCHOBE JTUHAMUYECKOU
OLIEHKM JIOBEpHUs, YUHUTHIBAIOIIEH HMIEHTHYHOCTh  IIOJIb30BATEIIsA/yCTPONUCTBA,  COCTOSIHHUE
YCTPOMCTBA, KOHTEKCT 3aIllpoca, YyBCTBUTEIBLHOCTh PECYpCa U aHOMAJIUH MTOBEJICHHUS.

[IpermymiecTBOM JaHHOTO MOJAXOJA SBJSETCS MAaKCHUMAalbHOE CHI)KEHHE IOBEPXHOCTH
aTaky 3a CYeT TPaHyJSIPHOTO KOHTPOJIS M TIOCTOSHHOW BepuUKAIMH, aJalTHBHOCTb
K JUHAMUYHBIM CpedaM U Yrpo3aMm, a TakKXe COOTBETCTBUE COBPEMEHHBIM KOHLEMLUIM
0e30macHOCTH THOPUAHBIX cpen [8].

IIpu »TOM peanu3anus [NaHHOTO IOAXO0JA COIPOBOXKAAETCS BBICOKOM CIIOMXKHOCTBIO
MIPOEKTUPOBAHUS M BHEAPEHUs, HEOOXOAMMOCTbIO MHTerpanuu MHoxectBa cucteM (IAM, SIEM,
EDR), 3aBUCHMOCTBIO OT TOYHOCTH KOHTEKCTHBIX IAHHBIX, @ TaKK€ MOTEHIUAIbHBIM BIHSHUEM
HAa I0JIb30BATEIbCKUN OIBIT.

Taonuma 1

CpaBHHTeJ'IBHLIﬁ AaHaJInu3 KaTeropnﬁ METOA0B CErMEHTALHHU 10 KJIIIOYE€BbIM KPUTEPUAM

TpaguuuoHHbIE
Kpurepuii onienku SDN MukpocermeHTanus Zero Trust
PHTCPIH Ol (VLAN/ACL) P t
Cerp/moncers | IloTok/rpynma Pabouas Pecypc/Tpanzakuus
I'panynsprocTh
(L3-L4) (L2-L7) Harpy3Ka/cCepBHC (L7)
CHuxeHue
Huskoe Cpennee Bricokoe Bricokoe
MTOBEPXHOCTH aTaKu
Huzkas (mpu Cpensas — CpenHsist — BEICOKAA
YipaBiseMocTb (p pelt Huskas pel N
Macmtade) BBICOKAs (c aBTOMaTH3aIMCH)
AanTuBHOCTH Huzkas Bricokas Cpennsis Bricokas
3aBUCHUT OT
MunuMaabHOE Cpennee CpenHee — BEICOKOE
[IponsBoauTEeTHHOCTH peanuzanuu (MOXET
BITMSTHHE BITMSTHHC BITUSTHHE
OBITH BBICOKHM)
YcroitunBocTth
Huskas Cpennsis Bricokas Bricokas
K 00x01y

[IpencraBnennas kmaccuukanus U CUCTEMa KPUTEPHUEB CO3AI0T OCHOBY JUIS JIETATLHOTO
CPaBHUTEIBHOIO aHalM3a KOHKPETHBIX peaju3alMii METOZOB B CIEAYIOUIEM pasjeie, rae Oyaer
IIPOBEICHA OLIEHKAa UX crocoOHocTH OnokupoBaTh KOHKpeTHble TexHMKH MITRE ATT&CK,
s dextuBHOCTH B YycnmoBusix orpanmueHuit (IPv4, 1oT) m cbGamancupoBaHHOCTH TpeOOBaHMI
0e30MacHOCTH U onepannoHHON 3P pekTuBHOCTH. Oco00e BHUMaHUE OyIeT YICICHO BBISBICHHBIM
BO BBEJICHUH NTPOTUBOPEUUSIM.
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CpaBHMTeIbHBII aHATU3 3(PPEeKTHBHOCTH METO/I0B CETMEHTAIINH NPOTHB TEXHUK
TOPU30HTAJIBHOIO NepeMeleHus

OCHOBHOH 1IENIbI0 CEIrMEHTAllMM B KOHTEKCT€ MPOTUBOJCHCTBUA TOPHU30OHTAIBHOMY
NEPEMEIIECHUIO  SBJIAETCS pa3pblB  LEMOYKM AaTakd 3J0yMBIIIJIEHHUKA IIyTEeM M30JISLUU
CKOMIIDOMETHPOBAHHBIX CETMEHTOB M OJNOKHPOBKH IyTed mnepememieHus. Jns oObEeKTUBHOU
OLleHKU 3()()EKTUBHOCTU pa3IMYHBIX METOAOB NMPUMEHUM CHOPMUPOBAHHYIO CUCTEMY KPUTEpUEB
K KOHKpeTHbIM TexHukam LM, BeigenenneiM B Marpuiie MITRE ATT&CK, nHaunbomnee
PENEBAHTHBIM ISl U30JUPOBAaHHBIX ceTei [9]:

— T1021 — Remote Services (RDP, SMB, SSH);

— T1570 — Lateral Tool Transfer;

— T1018 — Remote System Discovery.

Ananu3 06a3upyercs Ha CHHTE3€ MNpaKTHUKH, a TakKe JaHHBIX, IOJIy4YEHHBIX B XOj€
MO/JIEIMPOBAHUS TEXHUK B TECTOBOM Cpejie.

Opdexmusnocmo memooos cezmenmayuu npPomMuE Kio4esvlx MeXHUK SOPU30HMAIbHO20
nepemeujenusi MITRE ATT&CK

1. T1021 — Remote Services (MCTIOIB30BaHMUE YIaJICHHBIX CEPBUCOB).

1) Tpaguumonnsie metosl cermeHTanuu (VLAN/ACL) s dextuBHBI Ha 6a30BOM ypOBHE,
omokupys jmoctyn K cepBucaMm (moptel 3389/RDP, 445/SMB, 22/SSH) mexay cerMeHTaMu
Ha L3/L4. OgHako ys3BUMBI K:

— 00xomy depe3 paspelleHHbIe MOPTHl (Hampumep, TyHHenupoBanue RDP uepes
HTTP/HTTPS na nopt 80/443, ecniu oHM pa3penieHsl sl Be0-10CTya);

— KOMIPOMETAIMH y3j1a BHYTPH CErMEHTA, UMEIOMIETO JOCTYI K IeJIEBBIM CEpBHCAM
JPYTUX Y3JI0B BHYTPU TOTO € IIMPOKOBEUIATEIBHOTO JOMEHA MM MOJCETH (OCOOEHHO KPUTHYHO
B IUIOCKHX CETSIX);

— CJIO)KHOCTH  YTIPaBJIEHUs] TPH 4YacThIX M3MEHEHUSAX JIETUTUMHBIX HCTOYHUKOB
J0CTyTa.

2) Meton nHa ocHoBe SDN mnoBbimaer 3((eKTHBHOCTh 3a CYET LEHTPAIM30BAHHOTO
yHOpaBJIE€HUS U BO3MOKHOCTU IPHUBSI3KM IPAaBUI HE TOJIbKO K I[P-mopraM, HO M K KOHTEKCTY
(HampuMep, TpyIIaMm IMOJb30BaTeNe WM BpeMeHH). MOXeT IUHAMHUYECKH OJIOKHpPOBATH
nono3putensHsie RDP-ceccun Ha ocHoBe naHHbIX IDS/IPS, MHTErpUpOBaHHBIX ¢ KOHTPOJIEPOM.
OnHako 3(h(heKTUBHOCTH 3aBUCHUT OT JETAIN3ALUHU MOJUTHK U KayecTBa MHTErpaly ¢ CUCTEMaMHU
MOHUTOPHHTA.

3) MukpocerMeHTanust o0ecrneynBaeT MaKCUMAJIbHYIO 3aIIWTy, TaK KaK IOJUTUKU
«default-deny» Ha ypoBHe BM/KkoHTeiiHepa/cepBuUca 3ampeniaioT J00ble COSTUHEHHSI, KPOME SIBHO
pa3pelIeHHbIX MEXJy KOHKPETHBIMM IapaMM «UCTOYHMK-Ha3HaueHUe-cepBuc». J[laxe ecnu
3JIOYMBIIIJICHHHUK TTOYyYHJI IOCTYII K oHOW BM, OoH He cMoskeT moakimounthes mo RDP/SMB/SSH
K COCEJTHUM, €CITH 3TO HE MPeyCMOTPEHO MOJIUTUKOM. Bbicokas ycTOHYMBOCTB K 00XOY.

4) Zero Trust Hambosee S(ddexTuBeH, TaK KaK 3aMEHSIET NPSIMOM CETEBOW JOCTyN
K CepBHCaM Ha TpoKcHpoBaHWe depe3 moBepeHHbIM 1nT03 (Policy Enforcement Point (PEP).
Hoctyn x RDP/SMB/SSH mpenocraBisieTcss TOJNBKO TIOCIE CTPOroil  ayTeHTH(HKAIUN
U aBTOpU3alMM (C YYETOM KOHTEKCTa) KOHKPETHOIO I10JIb30BATENs/yCTPOHCTBA K KOHKPETHOMY
MIPUIIOKECHUIO/CEpBEpPY, a HE K ceTH. [I0THOCThIO MCKIIIOYAeT CKAaHMPOBAHWE W TPSMOW OCTYII
K [TOPTaM CEPBUCOB U3 HEABTOPU30BAHHBIX MECT.

2. T1570 — Lateral Tool Transfer (Ilepegaua HMHCTPYMEHTOB Ui TOPHU3OHTAIHLHOTO
TepeMeIneHus ).

1) Tpanuimonneie Metonbl cimabo sddekruBabl. ACL, paspemaromue oOmui mocTyn
K ¢aitnoBeiM pecypcam (SMB, NFS) win ucnons3zoBanue nerutumHbix kaHaino (HTTP, FTP)
BHYTPH CETMEHTa, II03BOJIIIOT OECHpenaTCTBEHHO MepefaBaTb HMHCTPYMEHThl. @uubTpanus
1o TUunam (HaiyioB (€CIIM UCTIONb3YEeTCs) JIETKO 00OXOIUTCSI.
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2) Meton Ha ocHoBe SDN MOXET TOBBICHTH 3alIUTy 3a cyeT uHTerpanuu ¢ DLP-
CUCTEMAMM WM [ECOYHMIIAMM, AHAIM3UPYIOLUIMMH IE€pEaBacMblii KOHTEHT Ha TIpaHUIlax
cerMeHTOB. OIHAKO CIOKHOCTh M MPOU3BOAUTEIHLHOCTh OIPAHUYHMBAIOT MPUMEHEHHE B PEaTbHOM
BpEMEHH.

3) Mukpocermenrtanust 3¢(deKkTuBHa, TaK KaK SBHO 3alpeliaeT HECAaHKIMOHMPOBAHHBIC
COEIMHEHUS MEXKIy pabourMu Harpys3KaMu, HCIOJIb3yeMble [T nepeaayu Qaitnos. PaspenieHHbIe
KaHaibpl (HampuMep, JOCTYNl K KOHKpeTHOMY (aiioBOMYy CcepBEpy) MOXHO JOMOJHHUTEIHHO
KOHTpOJMpoBaTh. CyIIECTBEHHO 3aTPYIHSET Nepeiady HHCTPYMEHTOB MEXKIy CKOMIIPOMETHPOBAHHBIMU
XOCTaMH.

4) Zero Trust TOMOJIHSIET MUKPOCETMEHTAIIMIO CTPOTUM KOHTPOJIEM KOHTEHTA M KOHTEKCTa
nepenaun. PEP MokeT mHCTIEKTHPOBaTh TpaduK (Jake 3amu(poBaHHBIN, eciiu ucmonb3yercst TLS-
WHCIEKIIUA C JIOBEpPEHHBIMH cepTH]uKaTamu), OJOKHpPOBATh HW3BECTHBIC BPEIOHOCHBIC
UcrosiHsAeMble (ailyibl UM O03pUTEIbHBIE AeiicTBUs. TpedyeT MHTEerpaluy ¢ CUCTEMaMH aHalu3a
yIpo3.

3. T1018 — Remote System Discovery (oOHapy>keHHE yIaJICHHBIX CUCTEM).

1) TpanuumoHHbIE METOABl CETMEHTAIlMM OO0JaJar0T OrpaHUYeHHON 3(PPEKTUBHOCTHIO.
VLAN wuzonupyrotr mupokoBematenbubiii Tpaguk (ARP), npensTcTBys 0OHapyXKEHHIO XOCTOB
B apyrux VLAN na ypoae L2. ACL Ha MapmpyTu3atopax MOTyT OJOKHpPOBATH MPOTOKOJIBI
ckanupoBanus (ICMP, TCP SYN) mexny cermeHtamu. OHAaKO BHYTPHU OJHOIO CETMEHTa CETH
CKaHMpOBaHME ocTaeTcss TpuBHaIbHBIM. Cratnmueckue ARP-tabmumbr wimm  Port  security
Ha KOMMYTaTopax ypoBHs L2 MOTyT 4aCTUYHO IOMOYb, HO CJIO’KHBI B YIIPABJICHUU.

2) Meron Ha ocHoBe SDN MoxeT 3((eKTHBHO MOAABIATH CKAaHUPOBAHUE, TaK Kak
KOHTPOJIJIEp UMEET II100aIbHOE MPEACTABIEHUE O TOMOJOTUU U MOKET JI€TEKTUPOBATh aHOMAJILHO
BBICOKYIO aKTUBHOCTb CKaHUpoBaHUs (Hampumep, MHOxecTBO 3ampocoB ARP, TCP wmum SYN
OT OJJHOTO MCTOYHHUKA 32 KOPOTKOE BpeMsi) U OJIOKUPOBAThH €€ Ha YPOBHE IMOTOKOB.

3) MukpocermeHnTanus KpaiiHe d¢ddexTrBHaA, NOCKOIbKYy mnoauTuku «default-deny»
OJIOKMPYIOT BCE HECAaHKIIMOHUPOBAHHBIE COECIUHEHMsI, MOMBITKA CKAaHUPOBAHUS MOPTOB COCEIHMX
XOCTOB (Hampumep, ¢ MOMOIIbIO HHCTPYMEHTa nmap) OyayT OJ0KHPOBATHCS MEKCETEBBIM 3KPAaHOM
XOCTa WM THIEPBU30pA. 3JOYMBIIUICHHUK BUIUT TOJBKO TE€ XOCTHI M TOPTHL, K KOTOPBIM
OH IOJIy4MJI IOCTYII. PE€3KO CHM>KAaeT BUAMMOCTD CETH JUIsl aTaKyIOLLETO.

4) Ins Zero Trust mpuHIUN «MUHUMATBHONH BUAMNMOCTH» sBIsieTCsS 0a30BbIM. CepBHUCHI
U pecypchl He OOBSABIAIOT ceOs1 B CETH M HE OTBEYAIOT Ha 3ampochl OT HEABTOPU30BAHHBIX
cymHocted. OOHapyKeHHEe CUCTEM BO3MOXKHO TOJIBKO Yepe3 aBTOPU30BAHHBIE U KOHTPOJIUPYEMbIE
KaHaJIbl JOCTYTa, YTO JAEJIaeT MACCUBHOE U aKTUBHOE CKaHUPOBAHNUE HEAP(PEKTUBHBIM.

Ananus knouegvlx NpoOmMuBope Ul U 02paHudeHull

1. Heranuzanus cermentanuu vs edunur [Pv4.

[MpoGnema: Tpamummonnasie MeTonasl (ocobenno ACL) wu, B MeHwmei cremenn, SDN
nojnaratorcst Ha [P-anpecanuto anst onpeneneHuss NoauTuK. JleranbHas cerMeHTanus (Tpedyrommas
MHOECTBa MEJIKMX MojiceTeit) ycyryomnser nedunut [Pv4, BeIHYKIas K CIIOKHBIM cxemam network
address translation, NAT, wiu nepexony Ha IPv6, 4To HE Bcerma BO3MOKHO B YHACIIEIOBAHHBIX
CETIX.

Anamu3: MukpocermeHTtanuss u ZT, ommparomiyecss Ha HISHTUPUKATOPHI padoueit
Harpy3KH/TPUIIOKEHUS/TIOIp30BaTeNs (Terd, MeTanaHHble, cepTtudukartsl), a He Ha I[P-agpeca,
YaCTMYHO CHHUMAIOT 3TO NpoTuBopeure. OHHU MO3BOJSIOT AOCTUYb BBICOKOHM TpaHyssIpHOCTH 0e3
OpoONieHusT  aJApecHOro  MPOCTPAHCTBA. Opnako  [yisi  yOpaBlIGHUS — MOJUTUKAMU
ZT/mukpocermenranuu [P-anpeca HeoOXOAMMBI U1 CBOEH pabOThI U KOMMYHHKAIIWH.

[Ipennoxxenue: BHeOpeHHE TUOpPUAHBIX Mopened. Jlng mnoBbimeHus >PQPEKTUBHOCTH
CETMEHTUPOBAHUA CETH B  KOHTEKCTE 3allUThl OT TOPU30HTAIBHOTO  IEpeMEeIleHUs
3JI0YMBIIIJIEHHUKA PEKOMEHYETCS:

— HCIIOJIb30BaTh MUKPOCETMEHTAIIMI0 Ha YPOBHE KPUTHUYECKHX AaKTHUBOB (cepBephl, 0a3bl
nanHbiX (BJl), KoHTposuIepsl BHyTpU 0ojiee KPYMHBIX MOJCETEH, yHpaBiIsSeMbIX TPagUIIMOHHBIMU
meTogaMu uim SDN;
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— aKTHBHO MPUMEHSTh UICHTHU(PUKATOPHI HA OCHOBE TeroB/MeTagaHHbIX B SDN u cucremax
MHUKPOCETMEHTAINH, MUHUMHU3HUPYSI 3aBUCUMOCTD OT [P i1 monmuTHK;

— moaTanHoe BHeapeHue IPvo B HOBBIX cerMeHTaxX WM Ha TpaHUIlax.

2. besonacHocTb vs IIpon3BOUTENBHOCTD.

[Tpobnema: neranmu3upoBaHHbIE MPOBEpKH (riryOokas wHcnekius maketoB — Deep Packet
Inspection (DPI) B Zero Trust Network Access (ZTNA)/PEP, ananu3 koHTeHTa B MEKPOCETMEHTAIINH,
00paboTKa CIOXKHBIX OUHAMUYECKHX MONMUTUK B SDN) BHOCAT IONOJHUTEIBHYIO 3alEpPiKKY.
B cersix peanbHOro Bpemenu (mpomeinuieHHbii [0T, puHaHCcOBBIE TpaH3aKIIMK) 3TO HEIPHUEMIIEMO.

Anamu3: tpaaunnonusie MeTonbl (VLAN, 6azoBeie ACL) uMeroT MUHUMANbHOE BIUSHUE.
SDN u MHMKpocerMeHTanus AT yMepeHHoe yBennudeHue 3anepxkek. ZT ¢ TLS-uncnexnumei
Y KOHTEKCTHBIM aHAJM30M OKa3bIBaeT HanOOJIbIIee BIUSHHC.

[Ipemnoxenus:

— muddepeHnranus MOMUTHK: MTPUMEHSITh HanOOJee CTPOTHUE M PECYPCOEMKHE MPOBEPKH
(DPI, ananu3 yrpo3) TONBKO K TpaduKy, HANpaBIEHHOMY K BBICOKOKPHTHYHBIM aKTHBaM WIIU
HCXOJSIIEMY U3 30H IMOBBIIIEHHOTO pucKa. [[s MeHee KpUTUYHBIX MOTOKOB HCHOJIb30BaTh Oosee
nerkoBecHble poBepku (L3/L4 ACL, 6a30BbIe CUTHATYPHI);

— anmapaTHOe yCKOPEHHWE: WCIOh30BaHUE CHEeHHAIM3UpOoBaHHBIX TaTdopM (SmartNICs,
DPU - Data Processing Units) mist Beirpy3ku ¢yHKIuid Oe3omacHoctd (mmdposanue, DPI,
¢bunbTpaIus) ¢ LEHTPATHLHOTO MPOIIECCOPa OCHOBHBIX CEPBEPOB M CETEBBIX YCTPOUCTB;

— ONTHUMH3AIMS TOJUTUK: PETYJISIPHBIA ayIUT U OYUCTKA TOJUTHK OT YCTapeBIIUX
Y U30BITOYHBIX MTPABHII AJI1 CHUYKCHUS BBIYMCIUTEIILHON HATPY3KH.

3. YnopaBnseMocTb vs. [ paHyIsIpHOCTh U aJaNTUBHOCTb.

[TpoGnema: mOoCTHIKEHUE BBICOKON TPAHYISPHOCTH (MHKPOCETMEHTAIMs) M aallTUBHOCTH
(SDN, ZT) nHeusz0exHO BeIeT K HKCIOHEHIMAJBbHOMY pPOCTY YHCIA TOJUTHK U CIO0XXHOCTH
X COIJIACOBAHHOrO ympaBjieHus. Puck ommOoKk KOH(Urypanuu, CO3Jal0MUX YSI3BUMOCTH
B 0€30MacHOCTH WM OJIOKHPYIOIUX JISTUTUMHBIM Tpaduk, Bo3pacraer. I[lommepikanue
aKTyaJIbHOCTH TOJMUTHK MpU OUHAMUYHBIX u3MeHeHusx (DevOps, opkecTpaiusi KOHTEHHEPOB)
CTaHOBUTCS KITFOUEBOM MPOOIEMOH.

AHanu3: TpaguIMOHHBIE METOJbl IUIOXO MACHITAOMPYIOTCS, HO OTHOCHUTEJIBHO IPOCTHI
B HeOompmmx cersx. SDN  1eHTpanuszyer ympaBieHHE, HO CIO0XEH B  HACTpOMKE.
MuxkpocermenTanus u ZT TpeOyIoT 3pesbiX IPOLEeCCOB U MHCTPYMEHTOB OPKECTPAIUU.

[Ipennoxenus:

— aBToMmarm3ainusa Ha ocHoBe Infrastructure as Code (IaC): ympaBrneHue mNOJIUTHUKAMU
0€30macHOCTH KaK KOJOM C MCTOJb30BaHreM MHCTpyMeHTOB (Terraform, Ansible, cnenuduyeckue
API VMware NSX, Cisco ACI, Zscaler ZPA) nist obecriedeHus: COrIaCcOBAaHHOCTH, BEPCUOHHOCTH
Y aBTOMAaTUYECKOTO pa3BePTHIBAHMS;

— unterpamus ¢ CI/CD: BcTpauBaHue TpPOBEPOK MOIUTUK O€30MacCHOCTH B KOHBEHEPHI
pazpabotku u  moctaBku  npuioxeHuit  (DevSecOps).  Iloautuku — ompenenstorcs
pa3paboTYMKaMU/apXUTEKTOPAMU BMECTE C MPHIIOKECHUEM;

— MalIMHHOE OOydYeHHe AJis yNpaBieHHs MOJIUTUKAMH: HCMoNb3oBaHue ML-anroputmos
JUISE aBTOMATHYECKOTO MPEANOKEHUS TOJUTUK HA OCHOBE HAOIIO/IaeMBIX IIa0JIOHOB JIETUTUMHOTO
TpaduKa, BHISIBICHUS AaHOMAJIHHA B CYIIECTBYIOMIMX MOJUTHKAX, ONITUMHU3AIMKA HAOOpa MpaBmII IS
MIPOU3BOUTEIBHOCTH.

JlaHHBI ~ aHANIW3 JIEMOHCTPUPYET, UTO BBIOOp METOJa CErMEHTAlUH  SBISETCS
CTpaTerMuecKuM peuieHHeM, TPeOYIOIUM TIATENIbHOTO y4eTa CIeuU(PUKU W30JIHMPOBAHHON CETH,
PECYPCHBIX OTpaHUYCHHI U IPUEMIIEMOTO YPOBHS OTEPAIIMOHHBIX PHCKOB.
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IIpensioskenns Mo aIaNnTUBHOI cerMeHTaAllNU

Ha ocHOBaHuM BBISBIEHHBIX MPOTHBOPEUUH U OTPaHUYECHHUI CYIIECTBYIOLIMX METOJIOB
CEerMEHTAIlMU TIpeajiaracTcsl KOHIEMNIMsA aJanTUBHOMW auHamuyeckod cermentarmu (AJLC).
Konuenuus AJIC wuHTErpupyeT NpeuMyIIecTBa MUKPOCETMEHTAlUH, MPUHIMIOB «HYJIEBOTO
JOBEpUS» W TMPOrPAaMMHO-ONPENETSAEMbIX CETeH, [OMOJHAS WX TpeMs HWHHOBAIMOHHBIMHU
KOMIIOHEHTAMH:

1. KoHTeKCTHO-3aBHCHUMBIE TIOJUTUKN 0€30MaCHOCTH, (POPMHUPYEMBIE Ha OCHOBE:!

— p€aJIbHOIO CETEBOI0 MOBEICHNUS;

— YPOBHSI KPUTUYHOCTH PECYPCOB;

— nUHaMu4ecko omeHku pucka (unrerpamus ¢ SIEM, EDR, cucremamu ymnpaBienus
YSI3BUMOCTSIMH);

— TEJIEMETPUU COCTOSIHHSI YCTPOUCTB (IMaT4dH, KOH(UTYpAIUH, TPU3HAKA KOMIIPOMETAITHH).

2. MHOroypoBHEBasi apXUTEKTypa HCIOJHEHUS, peaTu3yrollas NIPUHIUN «pa3IeieHus

00s13aHHOCTEIN:

— ypoBeHb |

MakpornonuTrk (u3ossius rpynn VLAN/VXLAN);
— YpOBEHb 2 —
TUTEPBU30PHBIX/KOHTCHHEPHBIX MEKCETEBBIX YKPAHOB ISl MUKPOCETMEHTAIUY;

— YpOBEHb 3 — TpaHHUIla YpOBHS NPUJIOKEHUHN ¢ ucnojib3oBaHueM ZTNA-1I030B A

I'paHuLia

Bepudukanuu Tpadrka Ha ypoBHe L7;

— ypoBeHb 4 — TpaHMLA YPOBHS JaHHBIX C HCIOJB3BOAHHEM KpUOTOrpaduuecKoi

cermenTtanuu (MACsec, [Psec).
3. Cucrema opkecTpaluy Ha 6a3e MalllMHHOTO 00y4YeHHUs1, 00ecTIedrBaroNIas:
— aBTOMaTHuYecKoe oOHapykeHue ape¢a MoIuTHK;
— MPOTHO3UPOBAHKUE BO3MOXXHOCTH PEeATTM3aIH TEXHUK 3710yMBIIIJICHHUKA;
— ONTHMU3AIMIO IPABIJI MEKCETEBOT0 9KpaHa yepe3 00ydeHHe C OJKPEIUICHUEM;
— aJIaNTalMio0 K U3MEHEHHSIM TOTIOJIOTHH B PEalbHOM BPEMEHH.

paboueii

Harpy3ku

— IEepUMETp CerMeHTa ¢ ucnojb3oBaHueM SDN-KOHTpoIEpoB UIs

HUCIIOJIB30BaHHECM

TaoOmura 2

AHajnuTHYecKas MoJeJib PYHKIMOHMPOBAHMS AIaNITUBHOM JUHAMUYECKOM cerMeHTAlNH

YpoBeHb Uro nposepser? Texnonorun ens I nasroe
IPEUMYIIECTBO

— Ucrounuk — TpagutinoHHbIE — biokupoBka
tpaduka (IP-agpec, | ACL na rpyOBIX aTak
MIOJICETBH) MapHIpyTH3aTopax/ | MEeXAy KpyHIHBIMU CKopocTb: GhicTpas
—Kyna on KOMMYTaTOpax CerMEHTaMHU

Yposens 1. obpaboTka
HanpasJeH? — IIporpammHo- (HampuMep, MeXIy

Cetn . OO0JIBIINX TOTOKOB
— Ha xaxkoii nmopt? oTpeeNsieMble CeTH | OTAeTaMu) Tpadhiika
— Io xakomy (SDN) — bazoBas p
MIPOTOKOJTY — MexcereBble HA30JISILUS
(TCP/UDP)? JKpaHbl cermeHToB (VLAN)
— KTO oOmaercs
(e IP, a B — 3amuTa BHyTpH ]
VJIEHTUDUKATOP | _ VMKpocermen 30mM (Hampumep, | L0 HOCTE:
cepBepa/KoHTeiHepa rauus (VMware MEXIy BeO- Onoxupyer

YpoBeHs 2. NSX Groups, AWS HEHYKHBIC CBSA3HU

. /BM)? ) cepepom u bJ1)

Paboueit Security Groups, Jlaxe BHYTpU
— C KEM oH xouet — biokupoBka .

Harpy3Kku N Kubernetes OJHOH MOJICETH.
CBA3aThCA? . nepeMeneHus

Network Policies) «Default-Deny»
— JJAYET'O IocJIie B3JIoMa
o — Xocrossie MCD o JUIsL BCETO

(KOHKpETHBIN OJITHOW MAaIIMHBI
cepBHC/TIOPT)?
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YpoBeHb Uto mposepsiet? TexHonorun Lenb I nasroe
MIPEUMYIIECTBO
—KTO
TOJIL30BATEIb/ — Hoctyn
YCTPOHCTBO? TOJIb30BaTENCH/
-UX CTATYC — Zero Trust YCTPOMCTB K
VpoBeHb 3. (obHOBIICHMS? Networ.k Access BHYTPECHHUM Kontexcrt:
Honssosar BHUPYCHI? pUCK?) - Ideptlty-Aware TIPIIIOKCHHUSAM MIpoBeEpsIET
ens/Tpuno | ~ KYJA u3AUYEM | Proxies (marmpumep, CRM, | HE TONBKO «UTO»,
KOHIS OHH UIYT? — CucreMsl Oazam) HO U «KTO», «KaK»
(KonkpetHoe KOHTPOIISA AOCTyIa | — 3aluTa OT KPAXKHU | U KIIOYEeMY»
TIPHIIOKCHHE, (IAM) YVYIETHBIX TAHHBIX
a He cepsep!) U HEJIETUTUMHOTO
—KOI'JA JIOCTyIIa
u OTKYJIA?
— lIudposanue
kanana (TLS 1.3,
IPsec VPN, 3amura JaHHbIX:
IemocTHOCTE M MACsec) TaXe ecIin
Vpobetb 4. KoHpuAeHIMABHOCTh | — [IudpoBanue — 3amura 3JI0YMBIIUIEHHUK
TlanmHbIx JAHHBIX MTPH L[aHHLIX.(DatabaSG KPUTHYHBIX MIPOIIIET BCE
repeave uim Encryption, JTAHHBIX YPOBHHU, TaHHBIE
XpaHEeHUH FileVault/BitLocker) OCTaHyTCA
— Cuctemsr DLP HEYUTAEMBIMU
(Data Loss
Prevention)

IIpumep pabomur A/[C npu peanuzayuu amaxu

Cuenapuil: 3MOyMBIIUICHHUK YKpaj Mapoyib COTpyAHUKA (userA) M MbITACTCS IMOJIYyYUTh
noctyn k 0aze nganHbix (DB-Prod) ¢ wucnonb3oBaHMeM CKOMIPOMETHPOBAHHOTO YCTPOWCTBA
(Device-X).

VYposens 1 (ceTsh):

Tpaduk ¢ Device-X (IP 10.0.1.15) manpasnen B moacets 10.0.50.0/24, roe pasmemien DB-Prod.

[TpoBepka: paspemreno i xocty 10.0.1.15 ob6pamatscs k moacetu 10.0.50.0/24? omycTim,
npaBuio ACL pazpemaer noaceru (10.0.1.0/24) nmoctyn k cepBepnoit (10.0.50.0/24). Tpaduxk
MIPOMYIICH.

VYpoens 2 (paboyast Harpy3Ka):

Device-X mbITaeTcst MOIKIIOYATHCS Hanpsimyto kK DB-Prod Ha mopt 3306 (MySQL).

IIpoBepka: ecTb JIM MpaBWJIO  MHKPOCETMEHTaluM, paspematomee Device-X
(unentudukarop tag:device=employee-laptop) coemuusiThcst ¢ DB-Prod (unmenTrduxarop
tag:app=db-prod) Ha mopty 3306? Her! IlpaBuna paspemarT JOCTyH TOJBKO KOHKPETHBIM BeO-
cepBepawm (tag:app=frontend). Tpaduk Oyaer 3ab10KUpOBaH.

Pe3ynbraT: HECaHKUMOHHPOBAaHHOE IEpEMEIleHUEe B CeTH OyAeT OCTAHOBJICHO Ha 3TOM
ypOBHE. 3710yMBILIUIEHHUK HE cMorT 100paThest 10 bJl Hanpsamyto.

B cnyuae, ecnu YpoBeHb 2 Obl1 CKOH(QUIYPHPOBAaH HEBEPHO (M MPOMYCTHI Tpaduk),
cpaboran Ob1 YpoBeHb 3: userA c Device-X mbITaeTcsl MOMYYUTh JIOCTYI 4epe3 IMPHIIOKEHHE
(mampumep, BeOG-unTepdeiic anmunuctpupoBanus b/l Ha app-db-admin.example.com).

IIpoBepka YpoBHs 3 (ZTNA):

Aytentuduxanus userA + MFA: YCIIEX.

Cocrostane Device-X: aHTUBUPYC BBIKIIIOYEH, KPUTHYHBIE OOHOBIICHUS HE yCTAHOBIICHBI.
Puck Bricokuit (Hampumep, 0,8).

[Tonmuruka: goctyn k app-db-admin paspemieH Tosbko npu pucke ceccun < 0,3. B moctyme
OyJIeT 0TKa3aHo.

Tpaduk 3a610KHpOBaH. ATaKyIONIMIA HE CMOT HCIIOJIb30BaTh YKPAICHHBIH Mapob.
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VYpoBenb 4 (/lannble): ecnu Obl aTakyOUIMM BCe-TaKM CMOT MOJYYUTb JOCTYM
k bJl (Hampumep, yepe3 3KCIUIOWT Ha BeO-cepBepe, KOTOpbIi umeeT aoctyn Kk BJ] mo mpaBumy
VYpoBus 2), nannbsie Obutn Obl 3ammdposansl (TLS, mmdposanne B/l Ha nucke). YkpaneHHbIe
JlaHHbIE OECII0JIC3HBI.

Pewenusa ¢pynxyuonanvneix npodaem u npomugopeyutl npu ucnonvzoganuu A/JC:

1. Ilpo6nema: 3aBucumocTts ot IP-agpecarum.

Pemenne AJIC: ypoBHu 2 u 3 He 3aBucsT oT IP. OHM HCHONB3YyIOT HIIEHTU(PUKATOPHI (TErH,
MMEHa cepBUCOB, cepTu¢ukarsl yctpoiictB). [P BaxeH Ttonbko Ha VYpoBHe 1 11 Ga3oBoii
MapupyTu3auud. MoKHO UMEThb KpymHble mojaceTH (3xkoHomus IPv4), HO mpu 3TOM JeTanbHO
KOHTPOJIMPOBATh JIOCTYIl BHYTPU HUX 4Yepe3 YPOBEHb 2.

2. IIpobnema: bezonacHocTs vs [Ipon3BOAUTEIHHOCTS.

Pemenue AJIC:

— YpoBenb 1: OvicTpBIC, TpocThie TTpoBepku (IP/mopT) — 06pabaThiBatOT OCHOBHOM MOTOK
Tpaduka;

— YpoBeHs 2: 6onee aeTanbHble MPOBEPKH (MACHTHU(PHUKATOPHI), HO TOJBKO U KPUTHYHBIX
cepsucoB (b/l, koHTpoiepsl);

— YpoBeHb 3: pecypcoeMKHne NpOBEepKH (ayTeHTHU(HUKAIMSA, KOHTEKCTHBIM PHUCK) TOJIBKO
JUISL JOCTyTIa M0JIb30BaTeNel K IPUIIOKEHUSM.

WTor: cioxHbele NMPOBEPKH BBINOJIHAIOTCS TOYEUHO, I'/le OHM HEOOXOJMMBI, HE OKa3bIBas
BIIUSIHUS HA IPOU3BOAUTEIBHOCTD.

3. IIpoGiema: CIOKHOCTH YIIpaBICHUS MOJIUTUKAMHU.

Pemenne AJIC:

— I[EHTp yIpaBJeHUs: ofaHa cucteMa (Hampumep, Ha 6aze SDN-kontposuiepa + ZTNA-
koHconmu + laC) renepupyer mpaBuia IJii BCEX YpOBHEH Ha OCHOBE JEKJIAPAaTHBHBIX IOJIUTHUK
(«Pazpemeno: Beb-cepsepsl -> BJI mo mopty 3306»; «3anpemeno: I[lomp3oBarenn ¢ BBICOKUM
pHUCKOM -> KpuTHUYHBIE PUIIOKEHUS»);

— aBTOMAaTH3alys: NpU HU3MEHEHHu cetu (mobaBuics cepsep) LleHTp ympaBineHus
aBTOMAaTHUYECKH OOHOBHUT IpaBuia Ha YpoBHe 2 (Mukpocermentaims) u YpoBHe 1 (ACL/SDN),
He TpeOys pydHOU MTPaBKH.

4. [IpoGriema: HEAAANITUBHOCTH K YIPO3aM.
Pemenne AJIC: unterpamus llentpa ynpaBnenus ¢ cuctemamu aHamutuku (SIEM, EDR,
Threat Intel). [Tpumep:

— nosiBuiach HoBas yrposa (3kcuiolT anst MySQL — CVE-2025-XXXXX);

— SIEM/TI nonmaer curnan B Lleatp ynpasnenus AJIC;

— LEHTp YHOpaBI€HHUs aBTOMAaTHMYECKM U BPEMEHHO Ha YpoBHE 2 OJOKHpYET Bce
coeaunenus ¢ b/l Ha mopty 3306, kpome abCONOTHO HEOOXOIUMBIX, @ HA YPOBHE 3 IMOBBIIIAET
MOpOT pHUCKa JUIsl JoCTyna K uHTepdeiicam ammunuctparopa b/l (Hampumep, TpeOyeT mpuBecTd
COCTOSIHUE YCTPOMCTBA K HEOOXOIUMBIM TPEOOBAHUSAM).

— IOCJIe YCTAaHOBKU HEOOXOIUMBIX OOHOBJICHUH MOJIUTUKYA aBTOMAaTHYECKU BO3BPALIAIOTCS
B HOpMY.

[Ipennoxennas konuenuus AJIC (4 ypoBHS + LEHTpalIM30BaHHOE YIIpaBIICHHE)
oOecnieunBaeT IiIyOOKYyIO 3alIUTy OT NEPEMELIEHHUS 3JI0YMBIIIJICHHUKA BHYTPHU CETH, a TaKXKe
pelaeT OCHOBHBIE MPOTUBOPEUHS U MOXKET BHEJIPSITHCS MOITAITHO.

3akjaouyeHue

[IpoBeneHHBIN aHaNW3 METOJOB CETMEHTAIUU CETEH JJIsi MPOTUBOJCUCTBUS MEPEMEILICHUIO
3JIOyMBINIJICHHUKOB B HW30JUPOBAHHBIX CpeAax IIO3BOJMJI  BBIIBHUTh  (yHIAMEHTAIHHYIO
TpaHchopMaIMio TOIXOJO0B K oOecredeHn0 WHQPOPMAIMOHHON Oe3omacHocTr. Kitaccuueckue
MCTOJbl, OCHOBAHHBIC Ha (I)I/I3I/I‘ICCKOM pa3,Z[GJI€HI/II/I nu HOFH‘-ICCKOﬁ CCIrMCHTAIIlUN ypOBHSI CCTH,
JEMOHCTPHUPYIOT  HapacTamollylo Hed(P(PEKTUBHOCTH B  YCIOBUSX COBPEMEHHBIX  YyTIpo3,
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XapaKTepU3yeMbIX  BBICOKOM  QJalTUBHOCTBIO U HCIIOJIB30BAHMEM  CIIOKHBIX  LIEMOYEK.
WX OrpaHM4eHHOCTb IPOMCTEKAET U3 CTAaTHYHOCTH, 3aBUCUMOCTH oOT [P-ampecanuu
U HECNOCOOHOCTH o0ecrneyuTh HeOoOXOAMMYI0 TIpaHyISIpHOCTh KOHTPOJS B JUHAMUYHBIX
TMOpPUIHBIX CpeJax, YTO CO3JaeT 3HAYMTENbHbIE BO3MOXHOCTH Ul 3J0YMBIIIJICHHUKA IOCHE
MOJIy4€HHUs IEPBOHAYAILHOTO JI0CTYTIA.

Hanpotus, »3BomOLMA METOAOB CEIMEHTALMU JBUXKETCS B CTOPOHY IIOBBIIICHHUS
JETAN3allud KOHTPOJISI M KOHTEKCTHOM oOcBeJoMIIEHHOCTU. lIporpamMMmHoO-ompenenseMble CeTH
o0ecrneynBaoT THOKOCTh ILIEHTPAJIM30BAHHOTO YMPABICHUS NOTOKAMM, HO HCTHHHBIM IpPOpPHIB
B IPOTUBOJEHCTBUU IIEPEMEILCHUIO 3JOYMBIIUICHHHKA B CETH CBA3aH C IOSBICHHUEM
MUKpPOCETMEHTAllMM W apXUTEKTYpPHBIX  MNPHUHLMIIOB  «HyJleBoro  joepus»  (ZT).
MukpocerMeHTaIus, IepeHOCs TPaHHUIIbl 0€30ITACHOCTH Ha YPOBEHB OTIEIBHBIX pa0OYNX HArpy30K
U peanu3ys MOJIUTUKY «3aIpPEeLIeHO [0 YMOJIYaHHUI0», PaJIUKaIbHO COKPAIAET MOBEPXHOCTh aTaKH
BHYTPH CETHU. ApPXUTEKTypa «HYyJEBOro noBepusi», (opmanusoanHas B NIST SP 800-207,
JIONIOJTHSIET 3TOT MOJXOJA HENpepbIBHOW BepHdUKalued A0CTyna Ha OCHOBE HJAECHTH(PHKALUU
CyIIHOCTEH (TI0JIb30BATENCH, YCTPOUCTB, MPUITOKEHH ), TMHAMUYECKON OIEHKH PUCKa U KOHTEKCTa
B3aMMOJICHCTBUS, UCKIIIOYAsl CJIENOE J0BEepHe BHYTPH ceTH. CHHEPrHUsl ATHX IMOAXO0J0B MO3BOJISIET
OJIOKMPOBATh KJIIOUEBbIC TEXHUKU 3JI0YMBIIUICHHUKA, HANPaBJICHHbIC Ha IEpPEMEIICHUE BHYTpPHU
CeTH.

[Tpennoxennas unes AJIC npencraBnser co0oil KOHLENTYalbHbIM OTBET Ha BbISBICHHBIC
CHCTEMHBIE NPOTUBOPEUMS: MEXTY HEOOXOAMMOCTBIO AETAIbHOM CEerMEHTAllud M OrpaHHMYCHHEM
azpecanuy, Mexay TpeOoBaHUSMHU O€30MaCHOCTH M COXpPAaHEHMEM NPOU3BOAUTEIBHOCTU CETH,
MEX/1y CII0)KHOCTBIO YNPaBJICHUS IPAHYJISIPHBIMU MOJIUTUKAMU U TIOTPEOHOCTHIO B ONEPALIMOHHOM
ruokoctu. AJIC peanmusyercsi Kak MHOTOYpPOBHEBAas CHUCTEMa »SIIEIOHHMPOBAHHOM 3aIlUTHI, TE
KaX/Iblil ypoBeHb BBINOJHsET cnenuduueckyto ¢pyHnkiuo. KimtoueBsim snementom AJIC siBistiercs
LEHTPAJIN30BaHHasl CUCTEMAa OpKECTpallMd, OCHOBaHHAas Ha JEKJIApaTUBHBIX IOJIMTHKAaX
0€30I1aCHOCTH M O0OTrallleHHas aHAJIWTUKOW MAIIMHHOIO OOy4YeHMsA. DTa CUCTEMa aBTOMATUYECKU
TPaHCIHUPYET BBICOKOYPOBHEBBIC TOJHTUKA B KOH(QUTYPALUH IS PAa3TUYHBIX TEXHOJOTHYECKUX
wiarhopM Ha BCEX YPOBHIX, O00ECIEUYMBACT HEMPEPBHIBHBI MOHUTOPHHI COOTBETCTBHS,
MIPOAKTHUBHO aJanTUpyeT TpaBWia Ha OCHOBE JaHHBIX 00 yrpo3ax ot SIEM/EDR-cuctem
U ONTUMM3HUPYET MPOU3BOJUTEIBHOCTD, PACIIPELIISAS PECYPCOEMKHE IPOBEPKHU 1IENIEBBIM 00Pa30M.

[lepciekTHBBl ~ JAJIBHEHIIMX  MCCICNOBAHMM BHIATCS B HECKOJBKHX  KIIFOUEBBIX
HaIPABJICHUSAX:

— COBEpIIEHCTBOBAHUE AJITOPUTMOB UCKYCCTBEHHOT'O MHTEIUIEKTAa U MAIIMHHOTO O0yUYEeHHS
B CUCTEMaX OPKECTpaLMK JUIsl IPOTHO3UPOBAHUS aTaK U ABTOHOMHOM aJalTalluy MOJIUTHK;

— HCCJIEIOBAHUE apXUTEKTYp aJpPECHO-HE3aBHUCHMBIX CETEH i1 OKOHYATEIbHOIO
npeojosieHus orpaHnueHuii [IPv4 1 noBbIeHNs yCTOHYNBOCTH K 00XO0/1y CErMEHTALHH.

CrparernyeckuM BBIBOJIOM pa0OThI SIBISETCS YTBEp)KICHHE, 4TO H(PQPEeKTHBHAS 3alluTa
OT IIEpEMEUICHUS 3JI0YMBILIJICHHUKA B U30JINPOBAHHBIX CETSAX JTOCTHIKMMA TOJIBKO 4epe3 IMPUHATHE
aIalTUBHOM, TPaHYJSIPHOM W KOHTEKCTHO-3aBUCMMOW MOJEIM CErMEHTAIMU, BOIUIOIIEHHOU
B koH1enuuu AJIC. CereBast 6e30macHOCTh NiepecTaia ObITh BOIPOCOM CTATHYHOTO Pa3rpaHUYCHUs
NIEPUMETPOB, OHA CTaja HENPEPBIBHBIM IIPOLECCOM AMHAMUYECKON H30JIALIMU, II€ KaXIbI aKT
KOMMYHHUKAI[UM €CTh pe3yJIbTaT SBHOW BepU(UKAIMM HAMEpPeHHs B paMKaX MHOTOYPOBHEBOH
cucreMbl noBepus. [IpemnoxeHHas Monenb oOecHeuMBAeT HE TOJNBKO BBICOKHM YpOBEHb
3alIUIIEHHOCTH, HO M HEOOXOAMMYIO OINEPALMOHHYI0 YCTOWYMBOCTh B YCJOBUSAX ITOCTOSHHO
HBOJIIOIMOHUPYIOIIETO JIaHAmapTa yrpos3.
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