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Annomayus. Pa3nuuHble WHQOPMALMOHHBIE HWCTOYHHMKHA aKIEHTUPYIOT BHHMaHUE
Ha METoJaX COLUaJbHOW MHXXEHEepHMM Kak Haubojiee 3HAUMMBIX Yrpo3ax HapyLIeHHUs
nH(pOpMallMOHHON 0€30IacHOCTH OpraHu3auuii U (uHaHCOBOrO cekTopa. HecmoTps Ha pa3BuTHe
TEXHUYECKNX, OPraHU3allMOHHBIX, 3aKOHOJATEIBHBIX U APYTUX MEp 3allUThl, yrpo3a, UCXOIAIIas
OT COIIMO-WHXXCHEPHBIX aTaK, OCTAaeTCs aKTyadpHOW. B memsx pa3paboTKu METOIUKH
MPOTUBOACHCTBUS MOJOOHBIM Yrpo3aM HEOOXOIUMO pPacCMOTPETh CYIIECTBYIOLIUE IOAXO/bI
K oOecredeHuro 3amuThl WHGOpPMAIMKA OT JAaHHOTO poja aTak. B craThe mpenacraBieH 0030p
OITyOJMKOBAHHBIX JTUCCEPTALMOHHBIX pabOT M HAyuyHBIX CTaTed, B KOTOPHIX NPOBOAMIIOCH
HCCIIE0BAaHUE MEXAaHU3MOB IIPOBEICHUs aTaK C MCIOJIb30BAHUEM COLMAIBHON MHXKEHEPUH U MEP
npoTuBoeicTBUs. Takke NPUBOANUTCS ONMMCAHUE OCHOBHBIX HMJIEH MO pa3pabOTKe HOBBIX CIIOCOOOB
3alUThl, 00JaCTH NMPUMEHEHUs JaHHBIX MHCTPYMEHTOB, BO3MOYKHOCTEHW U OorpaHudeHuil. B xoxe
aHalmu3a MOpeJlaraéMblX B HAyyHbIX paboTax METOAMK 3aIUThl OT COLMOMH)KEHEPHBIX aTak
MPEJCTAaBIICH TepeuYeHb CXOJICTBA M TIOJNHOTHI ONWCAHWS HAPYMHTENs HWH)OPMAITMOHHON
0€30I1aCHOCTH, KaHAJOB OCYIIECTBJICHHUS aTaK, OCHOBHBIX JTallOB COBEPUICHUs BO3JEHCTBHUA,
MIpEeIIaraeMbIX 3aIUTHBIX MEP, HAYYHOU HOBHU3HBI.
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Abstract. Various information resources focus on social engineering methods as the most
significant threats to the information security of organizations and the financial sector. Despite
the development of technical, organizational, lawmaking and other security measures, the threats
caused by social engineering attacks remain relevant. This article describes an overview
of published dissertations and research articles that have investigated the mechanisms of social
engineering attacks and defensive mechanisms. The article also provides a description of the ideas
for developing new protection methods, the scope of application of these instruments, capabilities
and limitations. In the course of the analysis of the defensive methods against social engineering
attacks proposed in scientific works, a list of similarities and completeness of the description
of the information security violator, attack channels, the main stages of the impact, the proposed
protective measures is presented, and also a scientific novelty.
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BBenenne

B koHTekcTe KnOEpOE30MacCHOCTH BaXXKHYIO pOJIb HMIPaeT pa3padoTKa TEeXHUYECKHX
U OpPraHU3allMOHHBIX MEpP 3aIIMUTHl OT aTaKk C MPUMEHEHHUEM METOJOB COLMAIBLHOM HH)KEHEPHH.
[IpenoTBpaiieHre MOAOOHOrO THUIIA aTaK SBISAETCA CIOXKHON 3afaueil Mo psgy NpUYMH:
MpeHeOpeKEeHNE TOJIb30BATESIMU MOJIMTUK HMH(OPMALIMOHHOW O€30MacHOCTH, CTPEMHTEIBHOE
pa3BuTHE HMH(POPMALMOHHO-KOMMYHUKalMOHHBIX —TexHosoruit (MKT) w  3amasneiBaroiiee
BHEJPEHHUE CpEACTB OE30MaCHOCTH, HEJOCTAaTOYHOE BHUMAaHUE PYKOBOJACTBA OpraHU3alUU
[0 3aIIUTe COTPYIHHUKOB, YMBIIUIEHHOE U HENpeIHaMEPEeHHOE paclpocTpaHeHHe MH(OpMaIUH O
cebe B OTKPBITBIX HMCTOYHUKAX M YyTE€UKa IMEPCOHANbHBIX JAaHHBIX. ClieHapuM aTaku 3a4acTyro
OCHOBBIBAIOTCSl Ha 3HAHMM aTaKyIOLIMM JIMYHOM JXKU3HM dYelloOBeKa WM COOBITHSX B OOIIECTBE,
TaKK€ B OCHOBE MOTYT OBITb HCIOJB30BaHBI HEKOTOPHIE COOBITHS B KOMITAHWH, CTaBIIHE
M3BECTHBIMHU APYTIMM JiMLaM. [IoMMMO BBINIEU3I0KEHHBIX INPUYUH CTOUT OTMETHUTH, UYTO OJHOU
U3 TOpPUYUH TPUMEHEHMS 3J0YMBIIUIEHHUKAMH IPUEMOB COLMAIbHON WHXEHEPUU SIBISIETCS
BO3MOXHOCTb O0XOJUTh CYILIECTBYIOIINE CPEACTBA 3AIIUTHI HHPOPMALIUH.

Paznuunble wHQOpPMAIMOHHBIE pECypChl TpemaraloT psii  OJHOTHUIHBIX TOJXO/I0B
B PEUICHUM 3aJa4 NPOTHBOJCHCTBUSA COLMAIBbHON MHXeHepuu. [Ipu aHanuse MHTEPHET-NOPTAJIOB
MOJKHO BBIZICIIUTH CJICAYIOUINE HAIPaBIICHHs 3alIMTHI: OOHOBJICHHUE MPOrPAMMHOI0 OOecreueHMs,
UCIOJb30BAHUE AHTUBUPYCHBIX CPEACTB M  CHaM-(QUIBTPOB, MPOBEJCHHE HHCTPYKTa)Xen
1 KuOepyueHuM, ycuieHHas ayTeHTHQHUKanus. B kauecTBe MpUUMH ycnexa aTakd BbLAEISAIOTCS
YeJI0OBEYECKUE YEPThI: JIFOOOIBITCTBO, CTPaX, aTYHOCTh U Jp. B HayuyHBIX CTaThAX, MOCBSIIEHHBIX
M3YYEHUIO MPOOJIEMBI 3aIIUTHl (PMHAHCOBON M MH(MOPMAIIMOHHON c(hepbl OT YTpo3bl COIUATBEHON
MHXXCHEPUH, HEMHOTHE aBTOPbl YACHSAIOT BHUMAHUE BCECTOPOHHEMY H3YYEHMIO XapaKTEPUCTHUK
00BbEKTa aTakW: JeMorpaduuecKkux IoKa3aTeneil, aBToOMOrpaduu, 3aHUMAeMON TOJHKHOCTH
U MOJIHOMOYMH B MH(OPMAIIMOHHON cUCTEME, IPUMEHIEMbIX MOJIUTUK O€30MacCHOCTH, «IIEHTECTa
cOTpyIHUMKOB. Ha OCHOBaHMM TIOJYyYEHHBIX CBEICHMHM IPOBOJUTCS aHaJIW3 BO3MOXHOCTU
COBEpUICHMsI aTaKUM C MCIOJIb30BAHUEM METOJOB COLMAJIBbHON WH)XEHEPUU U OLIEHKA PHUCKOB
B Clly4ae pe3yJIbTaTUBHOW aTaKH.

Ha ocHOBaHMM BBIIIEU3IIOKEHHOTO MOKHO CIEJIaTh BBIBOJ, YTO IPUMEHEHHE METOIOB
COLMAILHOW WH)XGHEPUH TPEACTaBISeT BBICOKYIO YIrpo3y HapymeHus HWH()OpMaIMoHHON
0€30IaCHOCTH, a 3JIOYMBILIUICHHUKH OIEPaTUBHO HAXOAAT CHOCO0 CHMXKEHUs 3(QeKTHuBHOCTH
3alUTHBIX MEpP IO0JIb30BATENS, OCHOBBIBASICH HA TMCHXOJIOTUYECKUX OCOOEHHOCTSAX desoBeka. [l
ucciefoBaHust APQPEKTUBHOCTH TNPUMEHSIEMBIX Mep 3alluThl TpeOyeTcs NpOoaHaIU3HpPOBAThH
CYIIECTBYIOIIME TOJXOAbI IO OO0ECIeYeHNI0 WH(POPMALMOHHOW O€301MacHOCTH, B YaCTHOCTHU
IIPOTUBOACUCTBHSA  COLMAJIbHOW MH)KEHEPHM, BBIICIUTh IPEUMYIIECTBA U OIPAaHUYCHHUS
MPUMEHEHUS TE€X WIM MHBIX MEXaHW3MOB 3allMThl, BBISIBUTH HEPELICHHBIE BOIPOCHI
B OITyOJIMKOBaHHBIX pab0Tax U MPOBECTH CHCTEMAaTH3alMIO JaHHOM 00acTu.

OCHOBHBIMU LIENIIMU JAHHON HAYYHOW CTaThU SIBIISIFOTCS:

— BbIleNIeHue  HamOojiee HMH()OPMATHBHBIX HAYYHBIX pPa0OT, ONMCHIBAIONINX AaTaKh
C IPUMEHEHUEM METOA0B COLMAIbHON NHKEHEPUU;

— pa3zzerneHue OO0JaCTH 3allMThl OT COLIMOMHXCHEPHBIX aTaK HA COCTABHbBIC AJIEMEHTHI
(arakyrolui, aTaKkyeMblil, STambl aTaku);

— 0030p npe1araeéMelx Mep NPOTUBOJICHCTBHS;

— BBIICJICHUE TOCTOUHCTB U HEIOCTATKOB B OITMCAHUH JIEMEHTOB aTaK.
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AHaJIU3 HAYYHBIX padoT

Jlig aHanm3a M3JI0KEHHBIX MOJXO0J0B M0 00ECIEYEHHIO 3alllUThl OT METOJO0B COLIMAJIBLHOU
WH)KEHEPUHU B JJAHHOM 0030pe OTPaXKeHbI UMEIOIIUE BBICOKYIO (II0 CPABHEHUIO C APYTUMH) CTEIIEHb
WH(POPMATUBHOCTH CTaTbU POCCHICKHUX >KypHAJIOB W AQHIJIOSN3BIYHBIE PAaOOTHI, JHCCEPTALMOHHBIC
UCCIIeZIOBAaHMs, HaXOIIUECs] B OTKPBITOM JocTyre. PaboTsl, MMerolye 3HauuTeIbHOE CXO/ACTBO,
HE BKIIOYCHBI B JAHHBIM 0030p. TakTWKHM TMpOBENCHHS aTakd, TaKue KaK «IJOPOKHOE SOIIOKO»,
¢ummHr (Bcex BHUAOB) U Jp., ONPEAETSAIOTCS KaHAJIOM CBSI3M U ONMCHIBAIOT MOJEINb
3JIOYMBIIIJIEHHUKA, II03TOMY HE BKJIIOYEHbl B TeKyumuii o0630op. B Tabn. 1 mnpuBeneHs
JMCCepTallMOHHBIE PAa0OThl MO TEMAaTHKE COLMATbHOM MHXKEHEPHM, BKJIIOYAIOLIHNE TEXHUYECKHE
(KOMIBIOTEPHBIE), TYMaHUTApHbIE U IOpUAMYEcKHe Hayku. B Tabn. 1 m 2 mpexacraBieHa OlLEHKa
o0beMa ONMUCAHUS 3JIEMEHTOB COLIMOMHKEHEPHON aTaKK: XapaKTepPUCTUK HapyIIUTENs, TapaMeTpoB
KEPTBbI, KAHAJIOB OCYLIECTBIIEHUS aTaKW, OCHOBHBIX ATAIOB, ONKMCAaHKE 3aluThl. Tabmu. 1 comepxur
poccuiickue u 3apyOexHble auccepTannoHHbie padotsl ¢ 2013 mo 2025 r. B Tabn. 2 npeacraBieHsl
MyOJMKAlMd W3 HAYYHOW DOSJIEKTPOHHOM OMONMOTEKHM, a TakkKe 3apyOekHbIe CTaThH,
onyonukoBanHble B nepuoj ¢ 2011 mo 2025 r. OCHOBHBIM KPUTEPHEM OLIEHKH HAay4HbBIX PadoOT
SIBJIIETCS MOJIHOTA ONUCAHMs 3JeMeHTOB ataku. Ha ocHOBe aHanm3a MpeICTaBICHHBIX B HAYYHBIX
paboTax MpUMEpPOB OMHMCAHUS SJIEMEHTOB COLMOMH)KEHEPHOM aTaku ObUIM BBIJCIIEHBI CIEIYIOIINE
XapaKTEPUCTHKH U COCTABJICHA CIIEIYIOIIas KITacCU(BUKAIIHSL.

Ornucanue HapyIIUTENs
1. enu aTtaku:
— (huHaHCOBAs BBITOIA;
— MOJTyYeHHEe KOH(PUICHIIMATbHOIN HH(pOpMAIHH;
— pemnyTaluoHHAS,
— JIpyTHE.
2. BO3MOXHOCTH aTaKyoIIEro:
— MICUXOJIOTHYECKHM MOPTPET (OMHrcaHue U KBaaupuKaims);
— pecypchl (TEXHUYECKUE CPEICTBA, CBEICHHS O )KEPTBE, UNCICHHOCTH).
3. OOBEKTHI aTaKU:
— OpraHM3alluy;
— YaCTHBIE JINIIA.
4. MeCTOHaX0XKICHHE:
— TePPUTOPHS CTPAHBI;
— 3a TPaHULIEH.
5. Cuenapuu aTtaku:
— METOJI yCTAHOBJICHHSI KOHTaKTa (MPETEKCTUHT, BULIIMHT U TIp.);
— CI0CO0 UMIEePCOHATN3ALINY.
6. XapakTep aTaku:
— IIEICBOM;
— MacCOBBIH.

Onucanue kepTBbl
1. YpoBenb goctymna:
— B UH(QOPMALIMOHHON CUCTEME;
— K KOH(pHIeHIIMATBHON NHPOPMAITUY;
— TIPOYHE JIFOJU U CBE/ICHUSI.
2. [lcuXonoru4ecKkuii mopTper:
— JeMorpadruecKue MmoKa3aTelu;
— TICUXOJIOTUYECKUE KAa4eCTBa U MPOPECCHOHATLHBIC HABBIKH;
— ONBIT IPOTUBOICHCTBUS aTaKaM.
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3. Hanmuwme cpencTB 3amiuThl HHGOPMAITHH:
— (hopManbHEIE;
— HedopMalbHbIE.

Kanansr ocymiecTBieHus aTaku
1. ®usnueckue:
— BepOaJIbHBINA KOHTAKT;
— MalIMHHBIA HOCUTENbh UH(OpMAIIHH;
— OyMaXHBIM HOCUTEIH HH(OPMAITUH.
2. lucTtaHmoOHHbBIE:
— CpeaCcTBa MTHOBEHHOTO 0OMEHA COOOIIECHUSIMU;
— TeneoHHas CBA3b (COOOIIEHNE U 3BOHOK, CTAllMOHAPHBIE U MOOUIIbHBIE);
— COIMAIIbHBIC CETH;
— TOUYKH JIOCTyIA K CETH (B TOM YHCIIe B KUOEPPU3NIECKUX CUCTEMAX);
— JJIEKTPOHHAs TTouTa (KOPIOpAaTUBHAS M JINYHAs );
— UHTEpHET-pecypc (caiT, (ailitoBoe XpaHUIIHIIE, Mara3iuH MPUI0KECHUN ).

OTansl aTaku

1. IloaroroBka:

— IIOCTAHOBKA IIeJIeH aTaKu,

— MOJTOTOBKA TEXHUYECKHUX CPE/ICTB;

— MOJTrOTOBKA CIICHApPHS;

— MOUCK UH(POPMAITUH O KEPTBE;

— BBIOOp KaTETOPHil )KEPTB.

2. YcTaHOBIIEHUE JOBEPUS:

— 00x0/1 cnaM-(GuabTPOB (MPU HATHYHHN);

— YCTaHOBJICHUE CBS3H C )KEPTBOU;

— MCUXOJIOTUYECKOE BO3/ICHCTBUE;

— MOJIyYeHHUE KOHTPOJISI HaJl 5KEPTBO.

3. BeimonHeHnue IeCTBUMA:

— 00X0/1 CPEJICTB 3aLTUTHI;

— HapyImieHre 0e30MacHOCTH 00bEKTa aTaKHu.

4. 3aBepluaroniui HTar:

— COKPBITHE CJIC/IOB;

— JIOCTIDKCHHE 1ICJICH;

— aHaJu3 pe3yIbTaToB.

Jiis 3amonmHeHust copepxkumoro Tabn. | w 2 Ha OCHOBaHHWH WPEICTABICHHON BBIIIE
KJacCU(UKAIUY BBE/ICHA IIKATa OIEHKU MOJIHOTHI OTIMCAHUS YJIEMEHTOB COIIMOMHKEHEPHOM aTaKH.
CreneHp MOJHOTHI ONMMCAHUSA MOXHO pa3leliuTh Ha OTCYTCTBHE omnucaHus (—), BbIcOkywo (B),
cpenuioro (C) m Huskyo (H). Bricokas cremneHb coorBercTByeT Hanmuuuio He MeHee 80 %
XapaKTepUCTHK B Hay4HbIX paborax, cpeass — 50-79 %. Crnenyer OTMETHTb, YTO MHOTHE
JUCCePTAIMOHHBIE PAa0OTHI MOAPOOHO OMHUCKHIBAIOT TOJBKO OMPEIEICHHBIE ACHEKThI JIEMEHTOB
COLIMAJIbBHOW MHYKEHEPUHU.
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Tabaumna 1

AHaIU3 TUCCEPTALMOHHBIX PadoT

ABTOp

Omnucanue
HAPYIIATESI

Omucanu
€ JKEPTBHI

Kanamsr

OTanel

[Ipenmaraembie 3aUTHBIE MEPHI

P

OCCHICKIE

paboThl

A3zapos [1]

C

C

H

H

Or1eHKa BEpOSTHOCTH YTPATHI
KOH(UICHIIMAIBHOTO TIOKYMEHTA
Ha OCHOBE YSI3BUMOCTEH MOJIH30BATEIS

Abpamos [2]

Pacuer BepoaTHOCTH ycmexa
MHOT'OXOJIOBOM aTaKyd Ha OCHOBE
PO UIIS TOJTB30BATENS

B COIIMAJIBHOM CETH

CTapoCTeHKO

[3]

Mertoauka paccienoBaHui
npectymiennii B chepe UKT

3oruHna [4]

OnepaTUBHO-PO3BICKHBIC
MEpPOIPUATHS, TIOPTPET MOIIIEHHUKA,
3aKOHO/IaTENbHbIE MEPHI,
npoQIIIaKTHKA HACCIICHHUS

3apyOexHbIe pabOThI

Hussain [5]

B

C

[IporpamMmel NOBBILIEHUS
OCBEJOMJICHHOCTH U NIPOBEACHUS
KHOEpyUEeHUH 10 KaXKI0H TaKTHUKE
aTaku

Alharthi [6]

O11eHKa OCBEIOMIIEHHOCTH
COTPYHHUKOB JIJISI CO3/TaHUSI MOJIEITH
IOJIMTUK 0€30IaCHOCTH

Algarni [7]

OueHka ys3BUMOCTEH MOTb30BATEIS
Ha OCHOBE JJAHHBIX U3 COLUATIBHON
CEeTH U 0030pa JINTEPATyPHI

10 COLUMANIbHON HH)KEHEPUH

Albladi [8]

Pacuer BeposiTHOCTH ycrnexa
Pa3TUIHBIX TEXHUK aTaKu

B 3aBUCHMOCTH OT TIOJTyYE€HHBIX
B XOJI€ OIpoca CBEJCHHH

Bulle [9]

[IpakTudeckas mpoBepka
MOJIBEP’KEHHOCTH PAa3TUYHBIM
TEXHHMKaM B 3aBUCHMOCTH OT BO3pacTa

Heartfield
[10]

Pa3paboTka cCOOTBETCTBYIOLINX
KaXIOMY TUILY aTaKy 00yJaroLIux
METOJIUK

Mouton [11]

Mojiens BBISBIEHUS aTak HA OCHOBE
MPUMEPOB TEXHUK, LIEJICH HapyIINTeNs
U KaHAJIOB

Kikerpill [12]

Jlnarsoctrka 3alMTHEIX pedIeKCOB
pu BepOaIbHOM BO3ICHCTBUU

Jacob [13]

AHann3 TeXHUK MOIICHHUYECTBA
" OILICHKA BJIMAHUA HA PA3JINYHBIC
KaTCropum rpaxaaH
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Tabnuma 2

AHaJM3 HaAyYHBIX cTaTeil

ABTOp (OTUH

Onucanue Onucanu
13 aBTOPOB) Kananer | Oramst [Ipennaraemple 3aUTHBIE MEPHI
HapyIIUTENs | € KEepPTBBI
Poccuiickue paboThl
Neumeier H - C B YacTHble Cy4au OpraHU3alMOHHBIX,
[14] MPOTPaMMHBIX U ICUXOJIOTHYECKUX
Mep
Canuna [15] C - C C O0630p NpUYKH yTeueK AaHHBIX
1o cepam AesITeIbHOCTH
Kypun [16] C H H B CpaBHUTENBHBIE AHATIU3 TEXHUYECKUX
CPEICTB
denoceHko C H C C [ToBEIIeHNE TPAMOTHOCTH HACEICHIUS
[17] Ha OCHOBE pEaJIbHbIX CLICHAPUEB aTaK
Haymoga B — B - [Iporpammubie cpeacTBa Al KasKaoro
[18] THIIA YCTPOMCTB U KAHAJIOB
[yTsro [19] H - B - AHTHBHUPYCHBIE U aHTU(HUILTUHTOBEIC
POrPaMMBbl
BopobbseBa C — C C BryTtpennss 6e3onacHOCTh, 00yUICHHE,
[20] KOHTPOJIb U 3alpeT JI0CTyNa
ITonsanckas C H H C Perynsproe unpopmupoBanue
[21] HAaCEJICHUS
MakcuMeHKo C — H C OOyuenne U OOHOBJICHHE TTOTUTHK
[22] rH(popMaImoHHOH 6€30MacHOCTH
3apyOexHbIe pabOThI
Rao [23] B C B — Pacuupennsie pekoMeHAALNN 1T
MOJIMTUKU OPTraHU3alUi U YaCTHBIX
JIVII
Krombholz B — B - BHenpeHune NoauTHK HCIOIB30BAaHUS
[24] CEPBHUCOB Mepeaauy JaHHBIX
Ha NPEIIPUSITUN
Foozy [25] B — B — OrnrcaHue CIieHApUEB aTaKk
Naz [26] C - H C 0O030p BO3MOXHOCTEH U HEJTIOCTATKOB
Pa3NIMYHBIX METOJOB 3aIINTHI
Salahdine B H B C 0O030p TOCTOMHCTB U HEJTOCTATKOB MEP
[27] MPOTUB KaXXJI0TO BUJIA aTaK
Chapagain C — H - Komrneke opranu3aioHHbIX
[28] U TEXHUYECKUX Mep
Alnusif [29] C - H C AHanmu3 ceTeBoro Tpaduka
Huseinov H B C - BrIsiBIIeHHE TOABEP/KEHHBIX aTaKaM
[30] JIMII HA OCHOBE JeMOrpadnIecKux

JAaHHBIX U1 MAallIMHHOI'O 06yquI/m

Ha ocHoBe ananm3a cBeneHWM, MPEACTAaBICHHBIX B TaOi. 1 W 2, Ha PHCYHKE OTPaKEHO

COOTHOIICHHUE ITIOJTHOTHI

OMHUCAHUSl 3JEMEHTOB COLMOMH)XEHEPHBIX aTak.
JUarpaMMBbl TTO3BOJISIIOT CIeaTh CJIEIYIONINE BHIBOIBI:

[IpencraBneHHble

1. Onucanuio HapyIIUTENs yACNIAETCS HEIOCTATOUHO BHUMAHMS;
2. XapaKkTepUCTUKH 3allMTHBIX MEXaHU3MOB I0JIH30BATENsl U YPOBEHB JIOCTYIA B CHUCTEMaX

IIOYTH HC paCCMATPUBAIOTCA B KOHTCKCTC COLITMONHKCHCPHBIX aTaK;
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3. He mpuBOuTCS OmMMcaHus 3a7ad MOHHTOPHHTA HH(POPMAIIMOHHON Oe30macHOCTH, cOopa
CBEJICHUI OT COTPYIHUKOB, 0030pa HHPOPMAIIMOHHBIX PECYPCOB B IEJSX ONPEACICHHS CIICHAPUCB
aTak;

4. OnucaHue STarnoB COLMOMHKEHEPHON aTaKH MPOBOAUTCS IIa0JIOHHO, HE pa3padaThIBarOTCS
3allIUTHBIC MEXaHU3MBbI IJIA Kaﬁ(ﬂOﬁ cTaanu aTaKku.

ONUCAHUE KAHANOB ONMUCAHUE HAPYLWIUTENA

Bbicokasa

Huskana BbicoKas Huskana 27%
33% 37% 20%
CpepgHasa
30% 46%
ONMUCAHUE XKEPTBbI ONMUCAHMUE ITANOB

Het
36% CpepHan
30%

Huskasa
27%

Puc. IlostHOTa HApYIIMTeEJIS1, 5KEPTBbI, KAHAJIOB M 3TANI0B ATAKU B HAYYHBIX padoTax

CpepHasa
40%

Hcxons u3 npeacTaBiIeHHBIX HA PUCYHKE CBEIEHUI MOYKHO CHEaTh BBIBOJBI: B IOJIOBHHE
paboT MOJHOTA ONMCAHMSI ITAllOB aTaKW HE MO3BOJIAET OLIEHUTh BO3MOYKHBIE BAPUAHTHI BHEJIPEHUS
3alIUTHBIX Mep; OIHUCAHHWE XapaKTePUCTUK MOTEHIMAJbHOM JKEepPTBHI B OOJBIIMHCTBE paldoOT
CBOJUTCS K TICHXOJOTMYECKHM M JEMOTpapUUECKUM IIOKazaTessiM 0e3 ydeTra YpPOBHS IOCTyIa
B CHUCTEME M OIEHKM YCTOMYMBOCTM K arTakaM; OIMCaHUE HapyUIMTeds HH()OpMaIMOHHON
0€30MaCHOCTH MPHUBOAMTCS Ha YJOBJIETBOPUTEIBHOM YPOBHE 3a CUET JETAILHOTO pa3dopa B psje
paboT TaKTHK aTaku; paclpeaesieHIe MOJHOThI ONMCAHMs KaHAJIOB aTaKU UMEeT OJIN3KHMe 3HAUEHUs.

Taxxke ciaenyeT OTMETHTb, 4YTO B psAe 3apyOexHbIX pabOT MO J[aHHOM TeMaTHKe
IpeacTaBieHo Oojiee MOAPOOHOE ONUCaHME HapyLIMTENsT WHPOPMALMOHHOM Oe30macHOCTH
U JTaloB COLIMOMH)XEHEPHOW aTaku, HEXXEIU B OTEUECTBEHHBIX cOOpHUKax crareid. Ilpu sTom
B psae poccuiickux pa0OT MpHBEIEHBbl MPUMEPbl HPOTPAMMHBIX  CPEICTB  3allUTHI
Y OpraHU3aIlMOHHBIX MEP B 3aBHCHMOCTH OT KaHaja ataku. MHOCTpaHHBIE pabOTHI B OCHOBHOM
ONHUCHIBAIOT pa3pa0OTKy 3alllUTHBIX MEp Ha OCHOBE M3BECTHBIX TaKTUK araku. HaumbGonee
MoApoOHOE OINMHCaHWE TMPEJACTABICHO B JIUCCEPTAIMOHHON pabore Mouton [11] u HaydHOI
nyOnukauuu Salahdine [27], mpu 3TOM pabota Mouton [11] omuchiBaeT NpUMEHEHHUE 3alIUTHBIX
Mep Ha OCHOBE OOLIENPUHATHIX TAKTUK COLMAIbHON MHKEHEPUHU, HE 3aKJIaJbIBAETCS BO3MOKHOCTD
MOJIEPHU3ALMN MEP B 3aBUCUMOCTH OT peasIbHbIX aTaK U HE pacCMaTpUBAET BBIPAOOTKY 3aIllUTHBIX
Mep Ha KaXKIOM OJTame arakn. B Toxke Bpems crateu Neumeier [14], BopoObeBoii [20]
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n Chapagain [28] ommcBIBalOT OOMENPHHATHEIE MEpPHl 3allUTHl OT arak. B amccepTarusx
Crapocrenko [3] u 3ortuna [4] mnpeacTaBieHO HMHMOPMATUBHOE ONHUCAHUE HAPYIIUTEIS,
HCIIOJIb3YIOLETO COLMAIbHYI0 HHKEHEPUIO HCKIIOYUTENIbHO B LENAX MOJYYEHHs JEHEKHBIX
CpenCcTB (PU3NYECKUX JIMII, YTO MO3BOJISIET MPUMEHSATH JAHHBIE UCCIENIOBAHUS B PACCIEIOBaHHIX
MIPECTYIUIEHUH, COBEPIIAEMbIX JUCTAaHIMOHHO, IPU 3TOM HM OJIHA M3 IPEACTaBICHHBIX B 0030pe
paboT He OMHMCHIBAET NEHCTBUS CIEIUAINUCTOB MO MHPOPMAIMOHHON 0E30MaCHOCTH OpraHU3aIlHii
10 MOBBILICHUIO 3aIUIIEHHOCTH COTPYAHUKOB OT COLMOMH)KEHEPHBIX aTak. B HayuyHBIX paboTax
3otunoii [4], ®enocenko [17], lonauckoii [21] npegnaraercs Mepa NpOTUBOAECHCTBHSI, OCHOBAHHAs
Ha MHQOPMHUPOBAHUHU HACEJICHHUS 3a CUET CPEICTB MaccoBO mHpopMarmu, 3(eKTuBHAs TPOTHUB
HeleNeBbIX arak. Ha mpakTUKe MJaHHAas Mepa peanu3yercs HEeAOCTaTOYHO OMEepPaTUBHO
Y HE YYUTHIBAET BO3ZMOKHOCTH TIPEIOTBPAILICHHUS MIPEANIOCHUIOK K COBEPILICHUIO KHOSPMOIIIEHHHIECTBA.

OpuruHanbHBII TOIXOJ K TPOTHUBOJICHCTBUIO aTrakaM TMpeICTaBieH B paboTax
Haywmosoii [18], Krombholz [24] u Alnusif [29], Ttme mnpemnararorcs crmocoObl TIOBBIIICHHS
3aIUIICHHOCTH KAaHAJOB CBSI3W MEXIYy 3JIOYMBIIUICHHUKOM U TMOTEHUIUATbHOW >KEPTBOM MyTeM
BHEAPEHHUsST OPTaHM3AalMOHHBIX W MPOrPpaMMHBIX Mep 3alluThl W aHajum3a Tpaduka.
UccnenoBatenbckue pabotel Hussain [S] u Heartfield [10] omuchiBatoT BbIpaOOTKY METOIUKH
MIPOTUBOAECUCTBUS COLIMAIbHON MHKEHEPUH IIyTEM MPOBEACHNUS OCHOBAHHBIX Ha Pa3IMYHbIX BHUIAX
aTak KuOepydyeHHil, OCHOBHOW MpoOJIeMON NaHHOTO TOJXOAa SBJISETCS HEAOCTAaTOYHBIA OXBAaT
oOydaromeiicss ayamropun. B wmccnemoBanusx AoOpamosa [2] u  Algarni [7] wuHbopManus
13 MpouIs B COLIMATBHON CETH MOKET OBITh HEJOCTATOUHOM /TSl OIICHKH YSI3BUMOCTEH, 0COOEHHO
NpU OTCYTCTBUU WM COKpPHITUM Tpoduist oT mocrtopoHHuX. IlogpoOHOoe omucaHue 3TamnoB
COLIMOMH)KEHEPHOW aTaku, H3JI0KeHHoe B paborax Mouton [11] u XKypuna [16], mo3Bomser
BBICTPAanMBaTh CUCTEMY 3alIUTHl HA Pa3HBIX CTAAMIX, OHAKO B pabOTax HE OMMCAHO MPUMEHEHHE
MEPOIPHUATHHI HA KaXIO0U CTaIuU.

B paborax Asaposa[l], AOpamona [2], Alharthi [6], Algarni[7], Albladi [8], Bulle [9],
Kikerpill [12], Huseynov [30] mocTpoeHH€e 3alIMThl OCHOBBIBAETCS HA WCCIIEIOBAaHUM MapaMeTpOB
noTeHnuanbHou xepTBbl. MccnemoBanus Hussain [5], Heartfield [10], Mouton [11], Jacob [13]
®enocenko [17], Foozy [25] m Komammuuckoro [31] akieHTUpPYIOT BHUMaHHWE Ha MOCTPOEHUHU
CHCTEMBI 3aIIIUTHI HA OCHOBE OOIIEN3BECTHBIX TAKTUK M XapaKTEPUCTHK 3JI0YMBIIIUICHHHUKA.

B mnocnennue ronpl HaOmonaeTcss TEHACHLMS BCECTOPOHHEIO BHEIPEHHS] TEXHOJOTHM
MAIIMHHOTO 00y4eHusi B MH(OPMAIMOHHYIO cdepy, B YaCTHOCTH A 3amady HH(OpMAIMOHHON
Oe3omacHOCTH. Pa3pabaThIBalOTCS METONBI OICHKU YS3BUMOCTEH Ha OCHOBE JeMOoTpaduuecKux
u aBtoOumorpaduuecknx ceaenuii (Huseynov [30]) ¢ mpuMmeHEHHEM alrOpUTMOB MAITUHHOTO
00yd4eHus1 B3aMEH METOJIUK pacueTa BEPOSITHOCTH, MPEJCTABICHHBIX B HCCIe0BaHUAX A3aposa [1]
u Abpamosa [2]. lanpHeHIIMM pa3BUTHEM aJITOPUTMOB MOKET IOCIYKUTh aBTOMaTH3auus coopa
CBEICHMI O 37I0YMBILIUICHHUKE U BBISIBJICHHE TOTEHIIMAIbHBIX KEPTB, UTO MOBLICUT 3 (PEKTUBHOCTH
LEHTPOB MOHUTOPHMHTA M PEAarupoBaHUs MO IMPEAOTBPAIICHUIO KHOEpaTak, B YAaCTHOCTU COILMO-
nHXeHepHbIX. [lyOnmuKanmuu METONOB 3alUThl OT COLMAIBHOM HH)KEHEPUM TOCIEIHUX JIET
AKIEHTUPYIOT BHUMAaHUE HAa BHEJIPEHHM aJITOPUTMOB MAIIMHHOTO OOYYEHHS MJIsi paclio3HaBaHUs
atak. [lpu umccrenoBaHMM 3aBUCHUMOCTH TMOJHOTHI OMHCAHMS COIMAIBHOM WHXKEHEpPUU OT JaThl
nyOnukanuu paboThl HaOMIOJAeTCs HE3HAYUTEIbHOE YBEIWYECHHE, CBA3aHHOE C INPUMEHEHHEM
HOBBIX CpPEICTB Mepenaud JaHHBIX (MecceHMkepoB) U QR-KOIOB Ui OCYIIECTBICHUS aTak.
B naubonee mo3mHMX paboTax paccMaTpUBAETCS IIOMCK KOPPESIIMU CTAaTHCTUKU — aTak
¢ neMorpaduyecKuMH MOKa3aTeIIMU.

3akaroueHue

[Ipn wu3yueHum npoOiaembl pa3pabOTKU Mep MPOTUBOAECUCTBHUS METOJaM COLMAIBLHOM
WHXEHEpUHU B KOHTEKCTE KnOepOe3onacHOCTH ObutH paccMoTpeHbl 30 HayuHBIX padoT, U3 KOTOPBIX:
9 poccuiickux HaydHbIX cTaTed W 8 3apyOeXHbIX, 4 POCCHUHCKHE TUCCEPTAIIMOHHBIE PAOOTHI
u 9 3apyOexHbIX. PaccMOTpeHBI pa3nMyHBIE MOAXOMAbI MO O0eCnedYeHu0 HH(POPMAIIMOHHOM
0€30MacHOCTH COTPYIHUKOB M YacCTHBIX JIMI[ TMEpeJ Yrpo30d COLMOMH)KEHEPHBIX AaTak,
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npeajgaraeMble B HaydHbIX paOoTax. [IpeacraBieHo KpaTkoe U3JI0KEHHUE MpeaIaraéMbix B padboTax
Mep TPOTHUBOJEHCTBUS COIMOWHXXEHEPHBIM aTakaM, MpOaHAIU3HPOBAHBI CXOJICTBA U PARTUUUS
noaxoa0B. O030p HAyYHBIX CTAaTeH U AUCCEPTALMOHHBIX padOT MO3BOJISET CETATh BHIBOJBI O TOM,
YTO OCHOBHBIC HAIPaBICHUS HW3Y4YEHHs MPOOJIEMBbl 3alUTHl TMOJb30BaTele OT KubepaTak
(OKyCHpYIOT BHHMAaHHE Ha aHAU3e YSI3BUMOCTCH 4eENIOBEKa, pa3pabOTKe MOJUTHK JIOCTYIIa
K WHGOPMAIMOHHBIM pecypcaM W KaHallaM, CO3JaHMHM OOYyYaloluX MporpamMM, BCECTOPOHHEM
BHEJIPCHUH TEXHUYECKUX penreHnid. C ydeToM CYIIeCTBYIONIMX HapaOOTOK B 00JaCTH OMHMCAHHS
JJIEMEHTOB COIIMOWHKEHEPHOM aTaku pa3paboTaHa cxema, MpeAcTaBleHHas B pabore [32],
MMO3BOJIAI0IIasA paCCMOTPETh BO3SMOXKHOCTE BHCAPCHHUA 3allIUTHBIX MCXaHU3MOB HA PA3HBLIX CTAAUAX
aTaKu B 3aBUCHMOCTH OT XapaKTEPUCTUK aTaKyIOIIETo U aTaKyeMOro.

B pesynbpTare paccMOTpeHHS HAyYHBIX ITOJXOJIOB IO pPa3pabOTKe METOIUK 3allUThI
OT COIMANILHOW MHKEHEPUN OBUIH BBISBICHBI CIEIYIONINEe OCOOEHHOCTH: HE U3YUYE€HBI BO3MOXXHOCTHU
MOJIpa3/IeIeHNii IIEHTPOB MOHUTOPHHTA W PEArHpoOBaHUs O COOPY JaHHBIX O HApYIIUTEISX
Y TTOCTPOCHUHU CTPATETUH 3al[UThl HA OCHOBAHUU ATHX CBEJEHUIl; MPEINOCHUIKH K OCYIIECTBICHHUIO
aTaK paCcCMaTpuBarOTCA KPATKO HJIIM HC M3JIOKCHBI, HpOTHBOILCﬁCTBHfl COIII/IaJ'ILHOI\/JI HWHKCHCPUH
MPEACTaBICHO HAa MOCHeAHUX dTanax araku. CylecTBYIOIHE MOAXOAbI MO 3alUTE MOJIb30BaTENeH
OT YTpo3bl COIMAIBHOM WHXKEHEpHH (€CIM HE pacCMaTpuBaTh BOMPOCHI 3alUTHl HACEICHUS
B IICJIOM) HalleJIeHbl Ha BHEIPEHHE OPTaHHM3AI[MOHHBIX UM TEXHUYECKHX MEpP 3allUThl, KOTOpHIE
HC BCCrJa MOTYyT OLITH pC€ain30BaHbl HEC TOJIBKO BBUAY TEXHUUECKOH CJIOKHOCTH, HC}’Z[06CTB3,
(hMHAHCOBBIX M3EPKEK, HO U HM3-32 NCHUXOJOTMUYECKUX OCOOEHHOCTEH caMoro corpyaHuka. [lpu
TOM HamOoJee MeIecOO0pa3HbIM pEIIeHHEM OyIeT MOBBICUTh BO3MOKHOCTH CIICMAIMCTOB
no MHQPOPMAIIMOHHON O€30MacCHOCTH 1O ONEPAaTUBHOMY U 3a0JarOBPEMEHHOMY BBISIBICHHUIO
BCKTOPOB aTaKH. B AAaHHOM CJIy4ac€ BOZHHKAIOT JABC BAXXKHBIC 3ala4n: HCAOIMMYIICHUC YCTAHOBJICHUSA
KOHTaKTa 3JIOYMBIIIJICHHUKA C TMOTEHIMAIbHOW >KEPTBOW, a BCIEACTBHE MOCTPOCHUS TOBEPUS;
OTIepaTUBHBINA COOp CBEICHUI 00 aTakax.

CounonHXeHepHbIE aTaKd Pa3BUBAIOTCA C MOSBICHUEM HOBBIX TEXHOJIOTMM U CIIEHApHEB,
IpU 3TOM CYIIECTBYIOT ONpeAeeHHble cXonacTBa. llepBble Hay4dHble paOOTHI MO COLUAIBHOU
WHXXCHEpUU U3yYalld IIeJIeBble aTakd i TMOJy4eHHs KOH(UISHIMAIbHON HHOpMAaINH,
NOCJICAHUC — COCPCAOTOYUYCHBI Ha HpOTHBOHeﬁCTBHH AUCTAHOUOHHOMY MOIICHHUYCCTBY. 38.,[121‘-13
CHEIHAIMCTOB MO0 MH(GOPMAIMOHHON 0€30MacHOCTH — ONEPATUBHO BBISIBUTH HOBBIE CLIEHAPHH aTaK
U TPUHATH COOTBETCTBYIOIIME MEpbI, BaXKHYIO pPOJIb MPH 3TOM OyJeT UrpaTh aBTOMATHU3ALUs
MpoLecca ¢ UCIOJIb30BaHUEM MEePEOBbIX HHCTPYMEHTOB U TeXHOJOTui. [Ipu rioy0okoM nM3ydeHUH
PCAJBHBIX CHCHAPUCB CONUONHKCHCPHBIX aTaK OAHOTHUITHBIC U MCHCC TCXHUYHBIC aTaKU IICPCCTAOT
MPECTaBIATh yrpo3y Ui OOJBIIMHCTBA MOTEHIHUANbHBIX KEPTB BBUIY CBOEr0 YCTapeBaHMS.
HOC.HGIIHI/IG HUCCICOOBAHUA B 06HaCTI/I COI_II/IaJIBHOf/'I HHKCHCPUU TIOKA3bIBAKOT TCHACHIHIO
MOCTETIEHHOTO BHEAPEHUS TEXHOJIOTUHA HCKYCCTBEHHOTO MHTEJUIEKTa JUIsl OLEHKU YSI3BUMOCTEH
MOJIb30BATCJIA U PACTIO3HABAHUA (1)I/ILHI/IHI‘OBBIX aTak.

Paboma evinoanena npu noooepiycke cpanma Poccuiickozo nayunozo ¢ponoa u Cankm-
Ilemepoypzeckozo nayunozo ¢ponoa Ne 25-11-20028 (https://rscf.ru/project/25-11-20028/) ¢ CIlIo
@UI] PAH.

CnHcoK HCTOYHHMKOB

1. AzapoB A.A. BeposATHOCTHO-PESAIMOHHBIE MOJIEIHN M AITOPUTMbI 00pabOTKU TpOoduis
ySI3BUMOCTEH MOJIb30BaTENel MPH aHaIK3€e 3aIlIUIIEHHOCTH NEepcoHaNa UH()OPMALIMOHHBIX CUCTEM
OT COIIMOMHKCHEPHBIX aTaK: IUC. ... KaHa. TexH. Hayk. CII6., 2013. 232 c.

2. AbpamoB M.B. MeTonpl ®W aaropuTMBI aHaJdW3a 3aIMMUAIIEHHOCTH IOJb30BaTeIeH
MH(POPMAIIMOHHBIX CUCTEM OT COLMOMHXCHEPHBIX aTak: OICHKa IapamMeTpOB MOJEJCH: JHC.
kaHa. TexH. Hayk. CII6., 2018. 232 c.

3. Crapocrenko H.M. IlepBoHauanbHbBIN 3Tan paccieoBaHUs XUILIEHUH, COBEPIICHHBIX
C NMPUMEHEHHEM METO/OB COLMAJIbHOW MH)KEHEPUU U MH(OPMALMOHHO-TEIEKOMMYHHUKAI[MOHHBIX
TEXHOJIOTH: uC. ... KaH. 1opull. HayK. KpacHoaap, 2023. 230 c.

102

Informatics, computer engineering and control



Ne 4-2025. Bectuuk CII6 yn-ta I'TIC MUC Poccun http://journals.igps.ru

4. 3oTuHa E.B. MomeHHn4ecTBO c HCITOJIb30BaHNEM MH(OpPMaLMOHHO-
TEICKOMMYHHUKAIIMOHHBIX TEXHOJOTUH M MPHEMOB COLUAIBHON MHXEHEPUH: KPUMHHOJIOTHYECKOE
Wccae0BaHue: AuC. ... KaH. opul. Hayk. Kazane, 2024. 249 c.

5. Aldawood H.A. An Awareness Policy Framework for Cyber Security Social Engineering
Threats: diss. The University of Newcastle, Australia. 2020.

6. Social Engineering Defense Mechanisms and InfoSec Policies: A Survey and Qualitative
Analysis. URL: https://escholarship.org/uc/item/7h783589 (mata obpamenus: 20.08.2025).

7. The impact of source characteristics on users' susceptibility to social engineering
Victimization in social networks. URL: https://eprints.qut.edu.au/95604/ (mata oOpamicHus:
23.08.2025).

8. A user-centric framework for addressing vulnerability to social engineering in social
networks: a mixed methods study of a Saudi academic community. URL:
https://stax.strath.ac.uk/concern/theses/n009w2322 (mata oopamenus: 26.08.2025).

9. Bullee, J-W. Enschede: Centre for Telematics and Information Technology (CTIT). URL:
https://research.utwente.nl/en/publications/experimental-social-engineering-investigation-and-
prevention/ (nata obpamenus: 26.08.2025).

10. Utilising the concept of human-as-a-security-sensor for detecting semantic social
engineering attacks. URL: https://gala.gre.ac.uk/id/eprint/23420/ (nara o6pamenus: 30.08.2025).

11. Mouton F. Social engineering attack detection model: diss. University of Pretoria, South
Africa. 2018.

12. Kikerpill K. Crime-as-communication: detecting diagnostically useful information from
the content and context of social engineering attacks. 2021.

13. Vargis J. M. Analyzing COVID-19 Era Cyber Threats on the Elderly: Toward Realizing
N-Of-1 Countermeasures to Enhance Cyber Situational Awareness of Social Engineering Attacks:
diss. Marymount University, 2023. DOI:10.13140/RG.2.2.25092.81289.

14. Social engineering, imperfect human / J. Neumeier [et al.] / Economic Vector. 2022.
Ne 2 (29). P. 11-16. DOI: 10.36807/2411-7269-2022-2-29-11-16.

15. lecTpyKTUBHAs colMajibHAs WHXXEHEPHUS KaK yrpo3a 3KOHOMHYECKOW Oe301acHOCTH:
MaciuTadbl sBIeHUS U Mepsl npenoTepauienus / JI. B. Canuna [u np.] / Baikal Research Journal.
2021.T. 12. Ne 2. DOI: 10.17150/2411-6262.2021.12(2).14.

16. Kypun C.M., H.E. KomapkoB 3ammra BHEIIHEro HH()OPMAIMOHHOIO MEepUMETpa
opraHu3amuu ot 1eneoro ¢umunra // bezonacHocts nHpopMannonHbix Texnonoruit. 2018. T. 25.
Ne 4. C. 95-107.

17. ®engocenko M.IO., MenmukoB A.A. Bo3MOXHOCTH NMPUMEHEHUSI METOIOB COLIMATIBLHOM
WH)KEHEPUU B OpPTraHU3alMM Tele(pOHHOTO MOIICHHHYECTBa // DKOHOMHMKA M KayeCTBO CHUCTEMa
cs3u. 2021. Ne 4 (22). C. 36-47.

18. Haymosa K.JI., Pageirun B.}O. HUccnegoBanne OCHOBHBIX METOJIOB MPOTHBOACUCTBUS
aTakaM, OCHOBAaHHBIM Ha METOAAX COIMAIbHOW WH)KEHEPHH, Ha MpeaMeT HuX 3(PQPEeKTUBHOCTH
U MPUMEHUMOCTU K COBpeMeHHOU curyanuu B P® // VIHHOBallMOHHBIE MEXaHWU3MbI YIpPaBJICHHUS
nuppoBOl W PETHOHATBLHOW SKOHOMHUKOW: cO. MarepuanioB V MexayHap. CTyA. Hayd. KOHGQ.
Mockaa, 2023. C. 145-158.

19. UccnenoBaHne  MEXaHM3MOB  COLUMAJBHOM  WHXXKEHEpUM W aHAJIU3  METOJIO0B
nporuBoaeiicteus / B.FO. EBrmeBckuii [u nap.] // DAEKTpOHHBIA CETEBOW MOIUTEMATHYCCKHIMA
xypHan «Hayunsie Tpyast KyoI'TY». 2021. Ne 2. C. 57-68.

20. Bopo6seBa M.A., CazonoB A.Ml. Meronsl couuanbHON WHXEHEPUH B KOHTEKCTE
kubepo6esonacuoctu // Colloquium-Journal. 2020. Ne 8-1 (60). C. 65-70.

21. Ilonsauckas  E.IL Hcnonb3oBanue  MHOOPMAIIMOHHO-TEICKOMMYHHUKAIIMOHHBIX
TEXHOJIOTHH B METOJaX COolHMalbHOW wHXeHepun // Kpumunonormdeckuid xypHan. 2023. Ne 1.
C. 204-209. DOI: 10.24412/2687-0185-2023-1-204-209.

22. Makcumenko P.O., 3srunuena I1.A. TumnoBol aaroputM BO3IAEHCTBUS B COLMAIBHON
umxenepun // Uatepakeno ['eo-Cubups. 2019. T. 6. Ne 2. C. 33-38. DOI: 10.33764/2618-981X-
2019-6-2-33-38.

103

I/IH(I)OpMaTI/IKa, BbIYHCJIWUTCIIbHAs TCXHUKA U YIIPABJICHUC



Ne 4-2025. Vestnik S.-Petersb. un-ty of State fire service of EMERCOM of Russia http://journals.igps.ru

23. Rao U. H., Nayak U. Social engineering / The InfoSec Handbook: An Introduction
to Information Security. Berkeley, CA: Apress, 2014. P. 307-323. DOI: 10.1007/978-1-4302-6383-8 15.

24. Advanced social engineering attacks / K. Krombholz [et al.] // Journal of Information
Security and applications. 2015. T. 22. P. 113—-122. DOI: 10.1016/j.jisa.2014.09.005.

25. Generic taxonomy of social engineering attack and defence mechanism for handheld
computer study / C.F.M. Foozy [et al.] / Malaysian Technical Universities International Conference
on Engineering & Technology, Batu Pahat, Johor. 2011.

26. A comprehensive survey on social engineering-based attacks on social networks /
A. Naz [et al.] / International Journal of Advanced and Applied Sciences. 2024. T. 11. Ne. 4.
C. 139-154. DOI: 10.21833/ijaas.2024.04.016.

27. Salahdine F., Kaabouch N. Social engineering attacks: A survey // Future internet. 2019.
T. 11. Ne. 4. C. 89. DOI: 10.3390/f111040089.

28. SEAtech: Deception Techniques in Social Engineering Attacks: An Analysis
of Emerging Trends and Countermeasures / D. Chapagain [et al.] // arXiv preprint
arXiv:2408.02092. 2024. DOI: 10.48550/arXiv.2408.02092.

29. Alnusif M. Emerging Threats in Cybersecurity: A Comprehensive Analysis of DDoS
and Social Engineering Attacks // International Journal of Engineering and Computer Science.
2025. Vol. 13, Iss. 07. P. 27473-27487. DOI: 10.18535/ijecs.v14i07.5185.

30. Huseynov F., Ozdenizci Kose B. Using machine learning algorithms to predict
individuals’ tendency to be victim of social engineering attacks // Information Development. 2024.
T. 40. Ne. 2. C. 298-318. DOI: 10.1177/02666669221116336.

31. Komammunckuii /1.B., Korenko U.B., Ueuynun A.A. KareropupoBanue BeG-caiiToB AJist
OJIOKMPOBAaHUS BEO-CTPAHUI] C HEMPUEMIIEMBIM COJIEPKUMBIM // CHUCTEMBI BBICOKOM TOCTYITHOCTH.
2011. T. 7. Ne 2. C. 102-106.

32. Maiineko A.C., Kionep A.Il., Yeuynun A.A. CounanbHasi HHXEHEpHUS. XapaKTepUCTUKU
arakyromero u cxema araku // Bectauk Cankr-IleTepOyprckoro rocyapcTBEHHOTO YHUBEPCHTETA
TexHonoruu u ausaiiHa. Cep. 1: EctectBenHble u TexHuueckue Hayku. 2024. Ne 3. C. 68-74. DOLI:

10.46418/2079-8199 2024 3 11.

References

1. Azarov A.A. Veroyatnostno-relyacionnye modeli i algoritmy obrabotki profilya
uyazvimostej pol'zovatelej pri analize zashchishchyonnosti personala informacionnyh sistem
ot socioinzhenernyh atak: dis. ... kand. tekhn. nauk. SPb., 2013. 232 s.

2. Abramov M.V. Metody 1 algoritmy analiza zashchishchyonnosti pol'zovatelej
informacionnyh sistem ot socioinzhenernyh atak: ocenka parametrov modelej: dis. ... kand. tekhn.
nauk. SPb., 2018. 232 s.

3. Starostenko N.I. Pervonachal'nyj etap rassledovaniya hishchenij, sovershennyh
s primeneniem metodov social'noj inzhenerii 1 informacionno-telekommunikacionnyh tekhnologij:
dis. ... kand. yurid. nauk. Krasnodar, 2023. 230 s.

4. Zotina E.V. Moshennichestvo s ispol'zovaniem informacionno-telekommunikacionnyh
tekhnologij 1 priemov social'noj inzhenerii: kriminologicheskoe issledovanie: dis. ... kand. yurid.
nauk. Kazan', 2024. 249 s.

5. Aldawood H.A. An Awareness Policy Framework for Cyber Security Social Engineering
Threats: diss. The University of Newcastle, Australia. 2020.

6. Social Engineering Defense Mechanisms and InfoSec Policies: A Survey and Qualitative
Analysis. URL: https://escholarship.org/uc/item/7h783589 (data obrashcheniya: 20.08.2025).

7. The impact of source characteristics on users\' susceptibility to social engineering
Victimization in social networks. URL: https://eprints.qut.edu.au/95604/ (data obrashcheniya:
23.08.2025).

8. A user-centric framework for addressing vulnerability to social engineering in social
networks: a mixed methods study of a Saudi academic community. URL:
https://stax.strath.ac.uk/concern/theses/n009w2322 (data obrashcheniya: 26.08.2025).

104

Informatics, computer engineering and control



Ne 4-2025. Bectuuk CII6 yn-ta I'TIC MUC Poccun http://journals.igps.ru

9. Bullee, J-W. Enschede: Centre for Telematics and Information Technology (CTIT). URL:
https://research.utwente.nl/en/publications/experimental-social-engineering-investigation-and-
prevention/ (data obrashcheniya: 26.08.2025).

10. Utilising the concept of human-as-a-security-sensor for detecting semantic social
engineering attacks. URL: https://gala.gre.ac.uk/id/eprint/23420/ (data obrashcheniya: 30.08.2025).

11. Mouton F. Social engineering attack detection model: diss. University of Pretoria,
South Africa. 2018.

12. Kikerpill K. Crime-as-communication: detecting diagnostically useful information from
the content and context of social engineering attacks. 2021.

13. Vargis J. M. Analyzing COVID-19 Era Cyber Threats on the Elderly: Toward Realizing
N-Of-1 Countermeasures to Enhance Cyber Situational Awareness of Social Engineering Attacks:
diss. Marymount University, 2023. DOI:10.13140/RG.2.2.25092.81289.

14. Social engineering, imperfect human / J. Neumeier [et al.] / Economic Vector. 2022.
Ne 2 (29). P. 11-16. DOI: 10.36807/2411-7269-2022-2-29-11-16.

15. Destruktivnaya social'naya inzheneriya kak ugroza ekonomicheskoj bezopasnosti:
masshtaby yavleniya 1 mery predotvrashcheniya / L. V. Sanina [i dr.] // Baikal Research Journal.
2021. T. 12. Ne 2. DOI: 10.17150/2411-6262.2021.12(2).14.

16. Zhurin S.I., D.E. Komarkov Zashchita vneshnego informacionnogo perimetra
organizacii ot celevogo fishinga // Bezopasnost' informacionnyh tekhnologij. 2018. T. 25. Ne 4.
S. 95-107.

17. Fedosenko M.Yu., Menshchikov A.A. Vozmozhnosti primeneniya metodov social'noj
inzhenerii v organizacii telefonnogo moshennichestva // Ekonomika i kachestvo sistema svyazi.
2021. Ne 4 (22). S. 36-47.

18. Naumova K.D., Radygin V.Yu. Issledovanie osnovnyh metodov protivodejstviya
atakam, osnovannym na metodah social'noj inzhenerii, na predmet ih effektivnosti i primenimosti
k sovremennoj situacii v RF // Innovacionnye mekhanizmy upravleniya cifrovoj i regional'noj
ekonomikoj: sb. materialov V Mezhdunar. stud. nauch. konf. Moskva, 2023. S. 145-158.

19. Issledovanie mekhanizmov social'noj inzhenerii i analiz metodov protivodejstviya /
V.Yu. Evglevskij [i dr.] // Elektronnyj setevoj politematicheskij zhurnal «Nauchnye trudy
KubGTU». 2021. Ne 2. S. 57-68.

20. Vorob'eva I.A., Sazonov A.l. Metody social'noj inzhenerii v kontekste kiberbezopasnosti //
Colloquium-Journal. 2020. Ne 8-1 (60). S. 65-70.

21. Polyanskaya E.P. Ispol'zovanie informacionno-telekommunikacionnyh tekhnologij
v metodah social'noj inzhenerii // Kriminologicheskij zhurnal. 2023. Ne 1. S. 204-209. DOI:
10.24412/2687-0185-2023-1-204-209.

22. Maksimenko R.O., Zvyaginceva P.A. Tipovoj algoritm vozdejstviya v socialnoj
inzhenerii // Interekspo Geo-Sibir'. 2019. T. 6. Ne 2. S. 33-38. DOI: 10.33764/2618-981X-2019-6-
2-33-38.

23. Rao U. H., Nayak U. Social engineering / The InfoSec Handbook: An Introduction
to Information Security. Berkeley, CA: Apress, 2014. P. 307-323. DOI: 10.1007/978-1-4302-6383-8 15.

24. Advanced social engineering attacks / K. Krombholz [et al.] // Journal of Information
Security and applications. 2015. T. 22. P. 113-122. DOI: 10.1016/5.jisa.2014.09.005.

25. Generic taxonomy of social engineering attack and defence mechanism for handheld
computer study / C.F.M. Foozy [et al.] // Malaysian Technical Universities International Conference
on Engineering & Technology, Batu Pahat, Johor. 2011.

26. A comprehensive survey on social engineering-based attacks on social networks /
A. Naz [et al.] / International Journal of Advanced and Applied Sciences. 2024. T. 11. Ne. 4.
S. 139-154. DOI: 10.21833/ijaas.2024.04.016.

27. Salahdine F., Kaabouch N. Social engineering attacks: A survey // Future internet. 2019.
T. 11. Ne. 4. S. 89. DOI: 10.3390/£111040089.

105

I/IH(I)OpMaTI/IKa, BbIYHCJIWTCIIbHAsA TCXHUKA U YIIPABJICHUC



Ne 4-2025. Vestnik S.-Petersb. un-ty of State fire service of EMERCOM of Russia http://journals.igps.ru

28. SEAtech: Deception Techniques in Social Engineering Attacks: An Analysis
of Emerging Trends and Countermeasures / D. Chapagain [et al.] // arXiv preprint
arXiv:2408.02092. 2024. DOI: 10.48550/arXiv.2408.02092.

29. Alnusif M. Emerging Threats in Cybersecurity: A Comprehensive Analysis of DDoS
and Social Engineering Attacks // International Journal of Engineering and Computer Science.
2025. Vol. 13, Iss. 07. P. 27473-27487. DOI: 10.18535/ijecs.v14i07.5185.

30. Huseynov F., Ozdenizci Kose B. Using machine learning algorithms to predict
individuals’ tendency to be victim of social engineering attacks // Information Development. 2024.
T. 40. Ne. 2. S. 298-318. DOI: 10.1177/02666669221116336.

31. Komashinskij D.V., Kotenko I.V., Chechulin A.A. Kategorirovanie veb-sajtov dlya
blokirovaniya veb-stranic s nepriemlemym soderzhimym // Sistemy vysokoj dostupnosti. 2011.
T.7.Ne 2. S.102-106.

32. Dajneko A.S., Kyuner A.P., Chechulin A.A. Social'naya inzheneriya. Harakteristiki
atakuyushchego i1 skhema ataki // Vestnik Sankt-Peterburgskogo gosudarstvennogo universiteta
tekhnologii 1 dizajna. Ser. 1: Estestvennye i tekhnicheskie nauki. 2024. Ne 3. S. 68-74. DOI:
10.46418/2079-8199 2024 3 11.

HNudopmanusn o crarbe:
Cratps noctynuina B penaknuto: 20.09.2025; ogobpena nocie peuenzupoBanus: 31.10.2025;
npuHATa K myonukammm: 05.11.2025

Information about the article:
The article was submitted to the editorial office: 20.09.2025; approved after review: 31.10.2025;
accepted for publication: 05.11.2025

Ungopmayus 06 aemopax.:

Kionep Amnapeii IlaBaoBuu, acmmpant Cavkt-IlerepOyprckoro ¢emepanbHOr0 HCCISIOBATEIBLCKOTO
nentpa Poccuiickoit akagemuu nHayk (199178, Cankr-IlerepOypr, 14 mmaus B.O., n. 39), e-mail:
kunerandrey@mail.ru, SPIN-kox: 7665-5138

Yeuynaun Auapeii AnexceeBHdY, Beayniuii HaydHbl coTpynauk Cankt-IlerepOyprckoro dhemepaabHOTO
HCCIIeIOBaTeIhCKOTO IeHTpa Poccuiickoit akagemun Hayk (199178, Camxt-lletepOypr, 14 munus B.O.,
1. 39), KaHIUIAT TEXHUYECKUX HayK, IOLEHT, e-mail: andreych@bk.ru, https://orcid.org/0000-0001-7056-6972

Information about authors:

Kyuner Andrey P., postgraduate student of St. Petersburg Federal Research Center of the Russian Academy
of Sciences (199178, Saint-Petersburg, 14 line V.O., 39), e-mail: kunerandrey@mail.ru, SPIN: 7665-5138
Chechulin Andrey A., leading researcher of St. Petersburg Federal Research Center of the Russian
Academy of Sciences (199178, Saint-Petersburg, 14 line V.O., 39), candidate of technical sciences, associate
professor, e-mail: andreych@bk.ru, https://orcid.org/0000-0001-7056-6972

106

Informatics, computer engineering and control



