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Annomayusi. Pa3nuuHbile  MHQOPMALMOHHBIE WCTOYHHUKM  aKICHTUPYIOT BHHMaHHE
Ha MeToJaxX COIMANbHOM WHXEHepUHW KakK Haubojee 3HAUYMMBIX yrpo3ax HapyIICHUS
nH(OpPMAMOHHON 0€30MacHOCTH OpraHu3anuid ¥ (UHAHCOBOTO CekTopa. HecMoTpsi Ha pa3BUTHE
TEXHUYECKUX, OPTaHU3AI[MOHHBIX, 3aKOHOJATENbHBIX U JAPYTUX MEp 3aIlUTHI, Yyrpo3a, UCXOIIIast
OT COIMO-WHXXCHEPHBIX aTaK, OCTAaeTCs akKTyadbHOH. B memsx pa3paboTKu METOIUKH
MPOTUBOACUCTBUA TMOJOOHBIM YIpO3aM HEOOXOAMMO pPACCMOTPETh CYIIECTBYIOIIUE MMOAXOIBI
K O0CCIeUeHUI0 3aIluThl WHQOpPMAIMK OT JaHHOTO poja aTak. B crarke mpeacraBieH 0030p
OIyOJINKOBAHHBIX JHCCEPTAIIMOHHBIX pabdOT M Hay4HBIX CTaTel, B KOTOPBIX IPOBOJIUIOCH
WCCIICIOBAaHNE MEXaHHW3MOB IPOBEJICHUS aTaK C HMCIIOJIb30BAHHEM COITUAIBHON WH)XKCHEPUH U MEp
MPOTUBOACHCTBUA. Takke MPUBOIUTCS OMHCAHUE OCHOBHBIX HJIEH MO pa3paboTKe HOBBIX CIIOCOOOB
3alIUThI, 00JACTH MPUMEHEHHs JAHHBIX WHCTPYMEHTOB, BO3MOXXHOCTEW M OorpaHmveHuii. B xome
aHalM3a TpeIaraeMblX B HAy4YHBIX pPabOTax METOAMK 3allUThl OT COLMOMH)XCHEPHBIX aTak
MIPE/ICTAaBICH NIEpPEeYeHb CXOJCTBA W IIOJHOTHl ONHUCAHUS HapyLIMUTeNns HH(POpPMaLMOHHON
0€30MacHOCTH, KaHAJIOB OCYIIECTBICHUS aTaK, OCHOBHBIX J3TallOB COBEPILICHUS BO3ACHUCTBUA,
npeajaracMaIX 3alllUTHBIX MEP, HaquOfI HOBU3HEI.
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Abstract. Various information resources focus on social engineering methods as the most
significant threats to the information security of organizations and the financial sector. Despite
the development of technical, organizational, lawmaking and other security measures, the threats
caused by social engineering attacks remain relevant. This article describes an overview
of published dissertations and research articles that have investigated the mechanisms of social
engineering attacks and defensive mechanisms. The article also provides a description of the ideas
for developing new protection methods, the scope of application of these instruments, capabilities
and limitations. In the course of the analysis of the defensive methods against social engineering
attacks proposed in scientific works, a list of similarities and completeness of the description
of the information security violator, attack channels, the main stages of the impact, the proposed
protective measures is presented, and also a scientific novelty.
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Beenenne

B xoHTekcTe KnOEpOE30MacHOCTH BaXHYIO pOJIb HMIPaeT pa3padoTKa TEXHUYECKHX
U OpPraHU3allMOHHBIX MEpP 3aIIMTHI OT aTaKk C MPUMEHEHHUEM METOJIOB COLMAIBLHOM HH)KEHEPHH.
[IpenoTBpamienre MoA0OHOrO THUIIA aTaK SABJISETCA CIHOXKHOM 3amayeil Mo psgy NpUYMH:
MpeHeOpeKeHNEe TOJIb30BATESIMU MOJIUTUK HMH(OPMALIMOHHOW O€30MacHOCTH, CTPEMUTEIBLHOE
pa3BuTHE HMH(POPMALMOHHO-KOMMYHUKAIMOHHBIX — TexHosoruit (MKT) wu  3amasneiBaronee
BHEJPEHHUE CpEACTB OE30MaCHOCTH, HEJOCTAaTOYHOE BHUMAHUE PYKOBOJACTBA OpraHU3AlMU
[0 3aIIUTe COTPYJHHMKOB, YMBIIUIEHHOE U HEMpeJHAMEPEHHOE paclpocTpaHeHHe MH(OpMAIUH O
cebe B OTKPBITBIX HMCTOYHUKAX M YyTE€UKa IMEPCOHANbHBIX JAaHHBIX. CLieHapuM aTaku 3a4acTyro
OCHOBBIBAIOTCSl HA 3HAHMU aTaKyIOIIMM JIMYHON JKU3HU 4YelloBeKa WM COOBITHSX B OOIIECTBE,
TaK’K€ B OCHOBE MOTYT OBITh HCIOJB30BaHBI HEKOTOPHIE COOBITHS B KOMITAHWH, CTaBIIHE
U3BECTHBIMU JAPYTUM JMIaM. [IoOMHMO BBIIIEH3I0KEHHBIX MPUYUH CTOUT OTMETHTb, YTO OJHOU
U3 TPUYUH TPUMEHEHMs 3JO0YMBIIUIEHHUKAMH MPHEMOB COLMAIbHON WHXEHEPUU SIBISIETCS
BO3MOXHOCTb O0XOJIUTh CYIIECTBYIOIINE CPEACTBA 3AIIUTHI HHPOPMALIUH.

Paznuunble MHQOpPMAIMOHHBIE pECypChl MPEANaraloT psAJ OJHOTUIIHBIX IOJIXOJOB
B pEIEHUM 33734 MPOTHBOJECHCTBUS colMaibHON mMHkeHepuu. Ilpu aHanu3e MHTEpPHET-NOPTAIOB
MOJKHO BBIZICIIUTH CIICAYIOUINE HAIPABIICHHS 3alIMTHI: OOHOBJICHHE MPOrPAMMHOI0 OOecreueHUs,
UCIOJb30BAHUE AHTUBUPYCHBIX CPEACTB M  CHaM-(QUIBTPOB, MPOBEJCHHE HHCTPYKTaxen
1 KuOepyueHu#, ycuiieHHas ayTeHTHQHUKanus. B kauecTBe MPUUMH ycrexa aTakd BbIAEISAIOTCA
YeJI0OBEYECKUE YePThI: JIFOOOIBITCTBO, CTPaX, ad4HOCTh U Ap. B HayuyHBIX CTaThsX, MOCBSIIECHHBIX
W3YyYEHUIO MPOOJIEMBI 3aIIUTHl (PMHAHCOBOM M MH(OPMAIMOHHON c(hepbl OT Yrpo3bl COUATBEHOU
WH)XEHEpHUH, HEMHOTHE aBTOPHI YAEISAIOT BHUMAaHHE BCECTOPOHHEMY H3YUEHHUIO XapaKTEpPHCTUK
00BEeKTa aTaku: JeMorpaduYecKkux IoKa3aTeneil, aBToOMOrpaduu, 3aHUMAeMOH TOJHKHOCTHU
U MOJHOMOYMH B MH(OPMAIIMOHHON cHCTeMe, NPUMEHSIEMbIX MOJIUTUK OE€30MaCHOCTH, «IIEHTECTa
COTpyIHUKOB. Ha OCHOBaHMM TOJYYEHHBIX CBEICHMHM IPOBOJUTCS aHaJIW3 BO3MOXHOCTHU
COBEpILEHHUs] aTakd C MCIOJIb30BAaHMEM METOJOB COLMAIbHON MHXEHEPUM U OLIEHKAa PHCKOB
B Clly4ae pe3yJIbTaTUBHOW aTaKH.

Ha ocHOBaHMM BBIIIEHU3TIOKEHHOTO MOXKHO CIeNIaTh BBIBOJ, YTO NPUMEHEHHE METOA0B
COLMAIILHOW WH)XGHEPHUH TPEACTaBISeT BBICOKYIO YIrpo3y HapymeHus HWH()OpMaIMoOHHON
0€30IaCHOCTH, a 3JIOYMBILIUICHHUKH OIEPaTUBHO HAXOAAT CHOCO0 CHMXKEHUs 3(QeKTuBHOCTH
3alUTHBIX MEpP IO0JIb30BATENS, OCHOBBIBASICH HA TMCHXOJIOTUYECKUX OCOOEHHOCTSAX denoBeka. [l
ucciefoBaHus A(PQPEKTUBHOCTH TNPUMEHSIEMbIX Mep 3allMThl TpedyeTcs NpOaHaIM3HpPOBAThH
CYMIECTBYIOIIME IOAXOAbI 1O OOecreueHr0 WHPOPMAIMOHHONH O€30MMacCHOCTH, B YaCTHOCTH
NPOTUBOACUCTBUS  COLMANBHOM HMHXXEHEPUM, BBIACIUTh IMPEUMYIIECTBA W  OTPaHUYECHUS
NPUMEHEHHS TeX WM WHBIX MEXaHH3MOB 3alllUTHI, BBIIBUTh HEPEIICHHBIE BOIPOCHI
B OITyOJIMKOBaHHBIX pab0Tax U MPOBECTH CHCTEMAaTH3allMIO JaHHOM 001acTu.

OCHOBHBIMU LETSIMH JTAHHON HayYHOW CTAaThU SIBJISIOTCS:

— BbIleJIeHne  HamOosiee HMH()OPMATHUBHBIX HAYYHBIX pPa0OT, ONMCHIBAIONINX aTaKh
C IPUMEHEHUEM METOJIOB COLIMAIBHOM HHKEHEPUH;

— pa3zzeneHue OO0JacTH 3allUThl OT COLIMOMHKCHEPHBIX aTaK HA COCTABHBIE AJIEMEHTHI
(atakyroluii, aTaKyeMblil, dTambl aTaku);

— 0030p npeIaraéMelx Mep NPOTUBOACHCTBHUS;

— BBIJICJIEHUE IOCTOMHCTB ¥ HEJJOCTATKOB B OIMCAHUHU 3JIEMEHTOB aTaK.

95

I/IH(I)OpMaTI/IKa, BbIYHUCJIWUTCIIbHAA TCXHUKA U YIIPABJICHUC



Ne 4-2025. Vestnik S.-Petersb. un-ty of State fire service of EMERCOM of Russia http://journals.igps.ru

AHaJIU3 HAYYHBIX padoT

Jlyig aHanu3a M3JI0KEHHBIX MOJXO0JI0B M0 00ECIEUEHHUIO 3alllUThl OT METOJO0B COLIMAJIbHOU
WH)XEHEpUHU B JAHHOM 0030p€ OTPaXKeHbI UMEIOIUE BBICOKYIO (IO CPABHEHUIO C APYTUMH) CTEIIEHb
WH(POPMATUBHOCTH CTaTbU POCCHICKHUX >KyPHAJIOB W AQHIJIOSN3bIYHBIE PAaOOTHI, IHCCEPTAMOHHBIC
UCCIIeZIOBAHMs, HaXOIHUECs] B OTKPBITOM JocTyre. PaboTbl, MMerole 3HaYuTeIbHOe CXO/ICTBO,
HE BKIIOYCHBI B JaHHBIM 0030p. TakTWKHM TMPOBENCHHS aTakd, TaKue KaK «IOPOKHOE SOIOKO»,
¢umuHr (Bcex BUAOB) U Jp., ONPEAETSAIOTCS KaHAJIOM CBSI3M W ONMCHIBAIOT MOJEIb
3JIOYMBIIIJIEHHUKA, TO3TOMY HE BKJIIOYEHbl B TeKyumuii o630op. B Tabn. 1 mnpuBeneHs
JMcCepTallMOHHBIE PAa0OThl MO TEMAaTHKE COLMAIbHON HMHXEHEPHH, BKIIOYAIONIUME TEXHUYECKHE
(KOMIBbIOTEPHBIE), TYMaHUTapHbIE U IOpUANYEcKHe Haykd. B Tabn. 1 m 2 mpexacraBieHa OLEHKa
o0beMa ONMUCAHUS 3JIEMEHTOB COLIMOMHKEHEPHON aTaKU: XapaKTepUCTUK HapyIIUTeNs, TapaMeTpoB
KEPTBbI, KAHAJIIOB OCYLIECTBIIEHUS aTaKW, OCHOBHBIX ATAIOB, ONKMCAaHKE 3auThl. Tabma. 1 conepxur
poccuiickue u 3apyOekHble auccepTannoHHbie padoTsl ¢ 2013 o 2025 r. B Tabn. 2 npeacraBieHs
MyOJIMKAIMd W3 HAYYHOM DOJEKTPOHHOM OMONMOTEKHM, a TakkKe 3apyOeKHbIe CTaThH,
onyonukoBanHble B nepuof ¢ 2011 mo 2025 r. OCHOBHBIM KPUTEPHEM OLIEHKHM HAay4HBIX PaboOT
SIBJIIETCS MOJIHOTA ONUCAHMS 3JIEMEHTOB ataku. Ha ocHOBe aHanu3a NpeICTaBICHHBIX B Hay4HbIX
paboTax MpUMEpPOB OMMCAHUS 3JIEMEHTOB COLMOMH)KEHEPHOM aTaku ObUIN BBIJECJIEHBI CIEIYIOIINE
XapaKTePUCTHKH U COCTABJICHA CIIEYIOIas KIacCu(UKAITHSL.

Ornucanue HapyIIUTENs
1. lenu aTtaku:
— (huHaHCOBAs BBITOIA;
— MOJIyYeHHEe KOH(PHICHIIMATbHOI HH(OpMAaIIH;
— penyTaluoHHAS,
— JIpyTHE.
2. BO3MOXHOCTH aTaKyIOIIETO:
— MICUXOJIOTHYECKHM MOPTPET (OMHCcaHne U KBaaupuKaims);
— pecypchl (TEXHUYECKHE CPEICTBA, CBEICHHS O )KEPTBE, YUNCICHHOCTH).
3. OOBEKTHI aTaKH:
— OpraHM3alliy;
— YaCTHBIE JINIIA.
4. MeCTOHaX0XKICHHE:
— TePPUTOPHS CTPAHBI;
— 3a TPaHULIEH.
5. Cuenapuu aTtaku:
— METOJI yCTAaHOBJICHHS KOHTaKTa (MPETEKCTUHT, BULITUHT U TIP.);
— CIoco0 UMIEePCOHATN3AIINY.
6. XapakTep aTaku:
— IIEJICBO;
— MacCCOBBII.

Onucanue XepTBbl
1. YpoBenb goctymna:
— B UH(QOPMALIMOHHON CUCTEME;
— K KOH(pHIeHITHAThHON NHPOPMAITUY;
— TIPOYHE JIFOJU U CBEICHUSI.
2. [lcuxonoru4ecKkuii mopTperT:
— JAeMorpaduuecKue MmoKa3aTelu;
— TICUXOJIOTUYECKUE KA4eCTBa U MPOPECCHOHATLHBIC HABBIKY;
— OTBIT IPOTUBOICHCTBUS aTaKaM.
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3. Hanmmawme cpencTB 3amuThl HHGOPMAITHH:
— (hopMmasbHBIE;
— HedopMalbHbIE.

Kanansr ocymiecTBieHus aTaku
1. ®usnueckue:
— BepOabHBINA KOHTAKT;
— MalIMHHBIA HOCUTENb HH(DOpPMAILIHH;
— OyMaXHBIM HOCUTEIh HH()OPMAITUH.
2. lucTaHIIMOHHBIC:
— CpeICcTBa MTHOBEHHOTO 0OMEHa COOOIICHHSIMU;
— TeneoHHas CBA3b (COOOIIEHNE U 3BOHOK, CTAllMOHAPHBIE U MOOUIIBHBIE);
— COIMANIbHBIC CETH;
— TOYKH JIOCTyMa K CeTH (B TOM 4HcCIie B KHOep(PHU3NIECKUX CUCTEMAX);
— 3JIEKTPOHHAs TTo4YTa (KOPIOpaTUBHAS U JINYHAs);
— UHTEpHET-pecypc (caiT, ¢ailiioBoe XpaHHUIIHIIE, Mara3iuH MPUI0KECHUN ).

OTansl aTaku

1. IloaroroBka:

— IIOCTAaHOBKA IIeJIeH aTaKu,

— MOJTrOTOBKA TEXHUYECKUX CPEICTB;

— MOJrOTOBKA CIICHAPHS;

— MOMCK UH(POPMAIUH O KEPTBE;

— BBIOOp KaTErOpHUil )KEPTB.

2. YcraHOBIIEHUE JOBEPHUA:

— 00x01 cnaM-(GuabTPOB (MPU HATHYUHN);

— YCTaHOBJICHUE CBS3U C )KEPTBOU;

— MCUXOJIOTHYECKOE BO3/ICHCTBUE;

— MOJIyYeHHUE KOHTPOJIS HaJl JKEPTBOM.

3. BeimoniHeHue TeCTBUMA:

— 00X0/1 CpPEeJICTB 3alUTHI;

— HapyImIieHue 0e30MacHOCTH 00bEKTa aTaKHu.

4. 3aBepluaroniui HTart:

— COKPBITHE CJIC/IOB;

— JIOCTIDKCHHE IICIICH;

— aHaJu3 pe3yJIbTaToB.

Jns 3anmonmHeHus copepkumoro Tabn. 1 w 2 Ha OCHOBaHWM WPEICTABICHHON BBIIIE
KJacCU(UKAIUY BBEJICHA IIKATa OIEHKU MOJIHOTHI OMIMCAHUS YJIEMEHTOB COIIMOMHKEHEPHOM aTaKH.
CreneHp MOJHOTHI ONMMCAHUSA MOXHO pa3leliuTh Ha OTCYTCTBHE omnucaHus (—), BbicOokywo (B),
cpenuioro (C) m Huskyio (H). Bricokas cremeHb coorBercTByeT Hanmuuuio He MeHee 80 %
XapaKTepUCTHK B Hay4HbIX paborax, cpeass — 50-79 %. Crnenyer OTMETHTb, YTO MHOTHE
JUCCePTAIlMOHHBIE PAa0OTHl MOAPOOHO OIMHUCHIBAIOT TOJBKO OMNPEICICHHBIE ACHEKThl 3JIEMEHTOB
COLIMAJIbBHOW MHKEHEPUHU.
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Tabnumna 1

AHaIU3 TUCCEPTANMOHHBIX PadoT

ABToOp

Omnucanue
HAPYIIATEISI

Omucanu
€ JKEPTBHI

Kanansr

Dransl

[Ipennmaraemebie 3aIUTHRIC MEPHI

P

OCCHICKIE

paboThl

A3zapos [1]

C

C

H

H

OreHKa BEPOSITHOCTH YTPATHI
KOH(UACHIUAIBHOTO JTOKYMEHTA
Ha OCHOBE YSI3BUMOCTEH MOJIb30BATES

AbGpamos [2]

Pacuet BepogaTHoCTH ycnexa
MHOT'OXOJIOBOM aTaKyd Ha OCHOBE
POMUIIS OJTB30BATEIS

B COIIMAJIBHOM CETH

CTapoCTeHKO

[3]

Merourka pacciie1oBaHuN
npecrymienuii B chepe UKT

3oruHna [4]

OnepaTUBHO-PO3BICKHBIC
MEpOMPHSITHS, MTOPTPET MOIIICHHHUKA,
3aKOHOJATENILHBIC MEPHI,
po(hUIaKTHKA HACEICHUS

3apyOexHble pabOThI

Hussain [5]

B

C

[IporpaMMBbI TOBBITIICHHS
OCBEJIOMJICHHOCTH H MTPOBEICHUS
KuOepydeHU 10 KaXKIOH TaKTUKE
aTaKu

Alharthi [6]

O11eHKa OCBEIOMIIEHHOCTHA
COTPYHHUKOB JIJISI CO3AAHUS MOJICITH
IOJIMTUK 0€30I1aCHOCTH

Algarni [7]

OueHka ys3BUMOCTEH MOIb30BaTEIIs
Ha OCHOBE JJAHHBIX U3 COLUATBHON
CEeTH U 0030pa JINTEPATyPHI

10 COUMAIbHON MH)XKEHEPUH

Albladi [8]

Pacuer BeposiTHOCTH ycriexa
Pa3ITUIHBIX TEXHUK aTaKu

B 3aBUCHMOCTH OT TIOJTy4YEHHBIX
B XOJI€ OIpOca CBEJCHHH

Bulle [9]

[IpakTuyeckas mpoBepka
MOJIBEP>)KEHHOCTH PA3IUIHBIM
TEXHHMKaM B 3aBCHMOCTH OT BO3pacTta

Heartfield
[10]

Pa3paboTka cCOOTBETCTBYIOLINX
KaXIOMY THUILY aTaKi 00yJarolIux
METOJIUK

Mouton [11]

Mojienb BBISIBIEHUS aTak HA OCHOBE
MPUMEPOB TEXHUK, LIEeH HapyIIUTeNs
U KaHAJIOB

Kikerpill [12]

JluarHocTuKa 3alUTHBIX pe(ICKCOB
pu BepOaTbHOM BO3ACHCTBUU

Jacob [13]

AHanmn3 TeXHUK MOIIICHHUYECTBA
" OILICHKA BJIMAHUA HA PA3JINYHBIC
KaTCropum rpaxxaaH
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Tabnuma 2

AHaJM3 HAYYHBIX cTaTel

ABTOp (OTUH

Onucanue Onucanu
U3 aBTOPOB) Kananer | Oramst [Ipeanaraemple 3aUTHBIE MEPHI
HapyIIUTENs | € KEpPTBBI
Poccuiickue paboThl
Neumeier H - C B YacTHble Cllyyau OpraHU3alUOHHBIX,
[14] MPOTrPaMMHBIX U ICUXOJIOTHYECKUX
Mep
Canuna [15] C - C C O0630p NpUYKH yTeueK TaHHBIX
1o cdepam IesITeNbHOCTH
Kypun [16] C H H B CpaBHUTENBHBIEC aHATU3 TEXHUUYECKUX
CPEJICTB
denoceHko C H C C [ToBbIIeHNE TPAMOTHOCTH HACEICHUS
[17] Ha OCHOBE pEaJIbHbIX CLICHAPUEB aTaK
Haymoga B — B - [Iporpammubie cpeacTBa Al Kaxaoro
[18] THIIA YCTPOMCTB U KAHAJIOB
[yTsro [19] H - B - AHTHBHUPYCHBIE U aHTU(HUILTUHTOBEIC
MPOTrPaMMBbI
BopobrseBa C C C BryTtpennss 6e3onacHOCTh, 00yUICHHE,
[20] KOHTPOJIb U 3alpPeT I0CTyNa
ITonsuckas C H H C Perynsaproe nndopmupoBanue
[21] HaCeJICHUS
MakcuMeHKo C H C OOyuenne 1 OOHOBJICHHE TTOJTUTHK
[22] MH(GOPMAIMOHHOM 0€30MMaCHOCTH
3apyOexHbIe pabOThI
Rao [23] B C B — Pacuupennsie pexkoMeHAALMN 11
MOJIMTUKU OPTraHU3alUi U YaCTHBIX
JIWII
Krombholz B — B - BHenpeHune noauTHK HCIOIB30BAaHUS
[24] CEPBHUCOB Mepeaaun JaHHBIX
Ha NPEIIpPUSITUH
Foozy [25] B — B — OmnucaHue CIieHapUeB aTaKk
Naz [26] C — H C 0O030p BO3MOXHOCTEH U HEJIOCTATKOB
Pa3IMYHBIX METOJOB 3aIIHUTHI
Salahdine B H B C 00630p TOCTOMHCTB U HETOCTATKOB MEP
[27] MPOTUB KaXJ0T0 BUJA aTaK
Chapagain C — H - Komrneke opranuzaiimoHHbIX
[28] Y TEXHUYECKUX Mep
Alnusif [29] C H C AHanmmu3 ceTeBoro Tpaduka
Huseinov H B C - BerIsiBIIEHHE TOABEPIKEHHBIX aTaKaM
[30] JIMI HA OCHOBE JieMOrpaduIecKux

JAaHHBIX W1 MAallIMHHOI'O 06y‘leHI/IH

Ha ocHoBe ananm3a cBeleHUWM, MPEICTAaBICHHBIX B TaOi. 1 W 2, Ha PHUCYHKE OTPaKEHO

COOTHOIICHHUEC ITIOJTHOTHI

OIMMUCAaHUA BJICMCHTOB COLMOWHKCHCPHBIX aTakK.

JarpaMMbl MTO3BOJISIIOT CIENATh CIEAYOIINE BBIBOBL:
1. Onucanuio HapyMUTENS YIEIseTCs HEJ0CTaATOUHO BHUMAHHS;
2. XapakTEepUCTUKH 3aIUTHBIX MEXaHU3MOB I10JI30BATENS U YPOBEHB JIOCTYNA B CUCTEMAX
IIOYTU HE PACCMATPUBAIOTCS B KOHTEKCTE COLIMOMH)KEHEPHBIX aTaK;

IIpencraBneHubie
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3. He mpuBOuTCS OnMcaHus 3a7ad MOHHTOPHHTa HH(POPMAIIMOHHOW Oe30macHOCTH, cOopa
CBEJICHUI OT COTPYIHUKOB, 0030pa MHPOPMALIMOHHBIX PECYPCOB B LIEJSIX OMPEACICHUS ClIICHAPUEB
aTak;

4. OnucaHue 3TarnoB COLMOMHKEHEPHON aTaKH MPOBOAUTCS IIa0JIOHHO, HE pa3padaThIBAIOTCS
3allIUTHBIC MCXaHU3MBbI IJIA Ka)KI[DfI cTaanu aTaKku.

ONMUCAHUE KAHANOB ONMUCAHUE HAPYLWIUTENA

Her
7%
Bbicokasa
HM3lo(aﬂ BbicoKas Huai:an 27%
33% 37% 20%
CpepHas CpepHan
30% 46%
OMMUCAHWUE XKEPTBbI ONMUCAHUE 3TANOB
Bbicokana BbicoKas
7% 10%
Her
Her
0,
36% CpepgHan 40%
30%
CpepgHasa
40%
Huskasa Huskasa
27% 10%

Puc. IlostHOTA HApYIIMTEJIS1, 5KEPTBbI, KAHAJIOB M 3TANI0B ATAKU B HAYYHBIX padoTax

Hcxons u3 npeacTaBiIeHHBIX HA PUCYHKE CBEJEHUI MOYKHO ClielaTh BBIBOJBI: B IOJOBHHE
paboT MOJHOTA ONMCAHMSI STANlOB aTaKW HE MO3BOJIIET OLIEHUTh BO3MOYKHBIE BAPUAHTHI BHEIPEHUS
3alIUTHBIX MeEp; OIMCAHWE XapaKTePUCTUK MOTEHIMAIbHOM JKEepPTBbI B OOJBIIMHCTBE pPabOT
CBOJUTCA K TICHXOJIOTHYECKHM W JEMOTpaQHUUECKUM IIOKa3zaTelsiM 0e3 ydeTa YpPOBHS IOCTyIa
B CHCTEME WU OLEHKM YCTOHYMBOCTH K arakaM; ONMCAaHUE HapyLMTedss HH()OpMaIMOHHON
0€30MaCHOCTH MPHUBOAMTCS Ha YIOBJIETBOPUTEILHOM YPOBHE 3a CUET JIETAIILHOTO pa3dopa B psje
paboT TaKTHK aTaky; paclpeesieHUe MOJHOThI ONMCAHMsI KAHAJIOB aTaKh UMEET OJIN3KHUE 3HAUEHUSI.

Taxxe ciaenyeT OTMETUTb, 4YTO B psjAe 3apyOexHbIX pabOT MO J[aHHOM TeMaTHKe
IpeacTaBIeHO Oojiee NOAPOOHOE ONMUCaHME HapylMTens HWHPOPMALMOHHOW Oe30macHOCTH
U JTaloB COLIMOMH)XEHEPHOM aTakW, HEXKEIU B OTEUECTBEHHBIX cOOpHUKax crareid. Ilpu stom
B psne poccuiickux paboT mpuBENEHbl MPUMEPbl HPOTPAMMHBIX  CPEICTB  3alLUTHI
W OpraHU3aIlMOHHBIX MEP B 3aBHCHMOCTH OT KaHaja araku. MIHOcTpaHHBIE pabOTHI B OCHOBHOM
ONHUCHIBAIOT pa3pa0OTKy 3allUTHBIX MEp Ha OCHOBE M3BECTHBIX TaKTUK araku. HaumbGonee
moApoOHOE OINMHCaHWE TMPEJACTABICHO B JTUCCEpTAIMOHHON pabdore Mouton [11] u HaydyHOI
nyOnukauuu Salahdine [27], mpu 3TOoM pabota Mouton [11] onucsiBaeT NpUMEHEHHUE 3alUTHBIX
Mep Ha OCHOBE OOILIEHPUHATHIX TAKTUK COLMAIBHON MHKEHEPUHU, HE 3aKJIaJbIBAETCS BO3MOKHOCTD
MOJIEPHU3ALMN MEP B 3aBUCUMOCTH OT pealIbHbIX aTaK U HE pacCMaTpUBACT BhIPAOOTKY 3allUTHBIX
Mep Ha KaXIOM OJTame arakn. B Toxe Bpems cratbu Neumeier [14], BopoObseBoii [20]
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n Chapagain [28] ommcBIBalOT OOMIECPHHATEIE MEpPHl 3alUTBl OT aTrak. B auccepranusx
Crapocrenko [3] u 3ortuHa [4] mnpeacTaBieHO HMHMOPMATUBHOE ONUCAHUE HAPYIIUTEINS,
HCIOJIb3YIOLIETO COLMAIbHYI0O WHXEHEPUIO HCKIIOYUTENIbHO B LENAX IOIY4YEHHs JEHEKHBIX
CpeICTB (PU3NYECKUX JIMII, YTO MO3BOJISIET MPUMEHATH JaHHBIE HUCCIEIOBAHUS B PACCIICOBAHMSIX
MIPECTYIUIEHUH, COBEPILIAEMbIX JHUCTAaHIIMOHHO, IPU 3TOM HM OJIHA M3 IPEACTaBICHHBIX B 0030pe
paboT HE OMHMCHIBAET NEHCTBUS CHEIUAINCTOB MO MHPOPMAIMOHHON 0E30MacCHOCTH OpTaHU3aIIHiA
10 MOBBILICHUIO 3aIUIIEHHOCTH COTPYAHUKOB OT COLMOMH)KEHEPHBIX aTak. B HayuyHBIX paboTax
3orunoi [4], ®enocenko [17], lonauckoii [21] npenaraercs Mepa NpOTUBOAEHCTBHSI, OCHOBAHHAs
Ha MHQOPMHUPOBAHUHU HACEJICHUS 3a CUET CPEICTB MaccoBO mHpopMarmu, 3((HeKTuBHAS TMPOTHUB
HeleNeBbIX arak. Ha mpakTuke [JaHHas Mepa peanu3yercs HEAOCTaTOYHO ONepaTUBHO
Y HE YYUTHIBAET BO3ZMOKHOCTH TIPEIOTBPAILICHHUS MPEATIOCHUIOK K COBEPILICHUIO KHOSPMOIIIEHHHIECTBA.

OpuruHanbHBI  TOAXOJ K TPOTHUBOJEHCTBUIO arakaM TMpelCcTaBieH B  paboTax
Haywmogoii [18], Krombholz [24] u Alnusif [29], Ttme mnpemnararorcs crmocoObl TOBBIIICHHS
3alUMIICHHOCTH KaHAJIOB CBS3U MEXIy 3JIOYMBIIUICHHUKOM M TMOTEHUUATbHON >KEPTBOM MyTeM
BHEAPEHHsS] OPTaHM3AalMOHHBIX M TMPOrPAaMMHBIX Mep 3alluThl W aHajuu3a Tpaduka.
UccnenoBatenbckue pabotel Hussain [S] u Heartfield [10] omuchiBaioT BbIpaOOTKY METOIUKH
MIPOTUBOAECUCTBUS COLIMATBHON MHKEHEPUH IIyTEM MPOBEACHNUS OCHOBAHHBIX Ha Pa3IMYHbIX BHUIAX
aTak KuOepy4yeHHil, OCHOBHOW MpoOJeMON NaHHOTO TMOJXOAa SBJISETCS HEAOCTAaTOYHBIA OXBaT
oOydaromeiicss ayauropun. B wmccnenoBanusx AoOpamosa [2] u  Algarni [7] wHbopMarus
13 PO B COLUATBLHON CETH MOKET OBITh HEJOCTATOUHOM JIJISl OILICHKH YSI3BUMOCTEH, 0COOEHHO
NpH OTCYTCTBHUM WJIM COKPBITUM Tpodwist OoT TmocTopoHHUX. [logpoOHOE ommcaHue STaroB
COLIMOMH)KEHEPHOW aTaku, H3JI0KeHHOoe B paborax Mouton [11] u XKypuna [16], mo3Bomser
BBICTPAanMBaTh CUCTEMY 3alIUTHl HA Pa3HBIX CTAAMIX, OJHAKO B pabOTax HE OMHCAHO MPUMEHEHHE
MEPOIPHUATUI HA KaXI0U CTaIuU.

B paborax Asaposa[l], AOGpamosa [2], Alharthi [6], Algarni[7], Albladi [8], Bulle [9],
Kikerpill [12], Huseynov [30] mocTpoeHHe 3alIMThl OCHOBBIBAETCSI Ha MCCIEIOBAaHUH MapaMeTpoB
noTeHnuanbHou kepTBbl. MccnemoBanus Hussain [5], Heartfield [10], Mouton [11], Jacob [13]
®enocenko [17], Foozy [25] m Komammuuckoro [31] akimeHTUPYIOT BHHMaHWE Ha MOCTPOEHUHU
CHCTEMBI 3alIIUThI HA OCHOBE OOIIEN3BECTHBIX TAKTHK M XapaKTEPUCTHK 3JI0YMBIIIUICHHHUKA.

B mnocnennue ronpl HaOmOMaeTCs TEHACHLMS BCECTOPOHHEIO BHEAPEHHUS TEXHOJIOTHM
MAIIMHHOTO O0y4eHusi B MH(OPMAIMOHHYIO cdepy, B YaCTHOCTH A 3a1ad MH(OpMAIMOHHON
Oe3omacHOCTH. Pa3pabaThIBalOTCS METONBI OICHKU YS3BUMOCTEH Ha OCHOBE JeMOoTpaduuecKux
u aBtoOuorpaduuecknx ceaenuii (Huseynov [30]) ¢ mpuMeHEHHEM alrOpUTMOB MAITUHHOTO
0o0ydeHus1 B3aMEH METOJIUK pacdeTa BEPOSITHOCTH, MPEICTABIICHHBIX B HCCIeN0BaHUAX A3aposa [1]
u Abpamosa [2]. JanpHeHIIMM pa3BUTHEM aJTOPUTMOB MOKET IOCIY>KUTh aBTOMaTH3auus coopa
CBEJICHH O 37I0YMBILIUICHHUKE U BBISIBJICHHE MOTEHIIMATBHBIX KEPTB, UTO MOBLICUT 3 (PEKTUBHOCTH
LIEHTPOB MOHUTOPHUHIA M PEarupoBaHUs MO MPEAOTBPAIICHUIO KHOEpaTak, B YaCTHOCTU COILIMO-
uHXKeHepHbIX. [lyOnmukanuu MeTONOB 3alUThl OT COLMAIBHOM WH)KEHEPUHM TOCIEIHUX JIEeT
AKIEHTUPYIOT BHUMAHUE HA BHEIPEHHUH aJTOPUTMOB MAIIMHHOTO OOYYEHUS JJIsi paclio3HaBaHUs
atak. [Ipu umccienoBaHMM 3aBUCHUMOCTH TOJHOTHI OMHCAHMS COIMAIIBHOM WHXKEHEPUU OT JaThl
nyOnukanuu paboThl HAOMIOJAeTCs HE3HAYMTEIbHOE YBEIWYEHUE, CBA3aHHOE C MPUMEHEHHEM
HOBBIX CpEICTB Nepenauyd JaHHBIX (MecceHIkepoB) M QR-KOIOB Ui OCYIIECTBICHUS aTak.
B naubonee mo3mHMX paboTax paccMaTpUBAeTCS TIOMCK KOPPESIIMUM CTAaTHCTUKU — aTak
¢ neMorpapuyecKuMu MOKa3aTeIMU.

3akJjaroueHue

[Ipu wu3yueHum npoOnembl pa3pabOTKU Mep MPOTUBOAECUCTBHUS METOJaM COLMAIBLHOU
WHXEHEepUHU B KOHTEKCTE KnbepOe3onacHOCTH ObutH paccMoTpeHbl 30 HaydHBIX padoT, U3 KOTOPBIX:
9 poccuiickuX HaydHbIX cTaTed M &8 3apyOekHbIX, 4 POCCHUICKHE IUCCEPTAIIMOHHBIE PAOOTHI
u 9 3apyOexHbIX. PaccMOTpeHBI pa3nuyHbBIe MOAXOMbI MO OOECNedYeHHI0 HH(POPMAIIMOHHOM
0€30MacHOCTH COTPYJHUKOB U YACTHBIX JIMI[ TMepeA yrpo30id COLMOMH)KEHEPHBIX aTak,
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npenajgaraeMble B HaydHbIX paOoTax. [IpeacraBieHo KpaTKoe M3JI0KEHUE MpeAaraéMbiXx B padoTax
Mep TPOTHUBOJEHCTBUS COIIMOMHXEHEPHBIM aTakaM, MpOaHAIM3HPOBAHBI CXOJICTBA U Pa3TUYUA
noaxoa0B. O030p HAYYHBIX CTATEH U AUCCEPTALMOHHBIX padOT MO3BOJISET CETATh BHIBOJBI O TOM,
YTO OCHOBHBIC HAIPaBICHUS W3Y4YEHHUS TMPOOIEMBbI 3allUTHl TMOJIb30BaTele OT KubepaTak
(GOKycHpYIOT BHHMaHHE Ha aHaU3€ YSA3BUMOCTEH 4YelloBeKa, pa3paboTKe MOJUTHK JOCTyIa
K WHGOPMAIMOHHBIM pecypcaM W KaHallaM, CO3JaHHHM OOYy4aloluX MporpamMM, BCECTOPOHHEM
BHEJIPCHUH TEXHUYECKUX pemnieHnid. C ydeToM CyIIeCTBYIONIMX HapaOOTOK B 00JacTH OMHMCAHHS
JJIEMEHTOB COIIMOWMHKEHEPHOW aTaku pa3paboTaHa cxema, MpeAcTaBleHHas B pabore [32],
Mo3BOJIAroOIIasA paCCMOTPETh BO3SMOXKHOCTE BHCAPCHUA 3alllUTHBIX MCXaHU3MOB HA PAa3HBIX CTAAUAX
aTaKu B 3aBUCHMOCTH OT XapaKTEPUCTUK aTaKyIOIIETO U aTaKyeMOro.

B pesynbrare paccMoTpeHHs HAy4YHBIX TOAXOJOB TO pPa3pabOTKE METOAMK 3allUThl
OT COIMANILHOW MHKEHEPUU OBLIH BBISBICHBI CIEAYIOUINE OCOOEHHOCTH: HE U3YUYE€HBI BO3MOXXHOCTH
MO/IPa3JeICHUH LEHTPOB MOHHUTOPMHIAa M pPEarupoBaHusi MO cOOpy AAHHBIX O HAPYLIMTENSAX
Y MTOCTPOCHUHU CTPATETUH 3alUTHl HA OCHOBAHUU ATHX CBEJEHUI; IPEANOCHUIKH K OCYIIECTBICHHUIO
aTaK pacCMaTpuBaArOTCA KPATKO HJIM HC H3JIOKCHBI, HpOTHBO[[@fICTBH?I COIII/IaJ'ILHOI\/JI HHKCHCPUHA
MpPEACTAaBICHO Ha MOCHeAHUX dTanax araku. CylecTBYOIHE MOAXOAbI MO 3alIUTE MOJIb30BaTENeH
OT YI'pO3bI COHI/IE[J'IBHOfI HHXKCHCPUU (CCJ'II/I HC pacCMaTpuBaTL BOIIPOCHI 3alIMTBI HACCICHUA
B IIEJIOM) HalleJIeHbl Ha BHEJIPEHHE OPTaHHM3AI[MOHHBIX UM TEXHUYECKHX MEpP 3alllUThl, KOTOpHIE
HC BCCriga MOTyT OBITH pC€ain30BaHbl HEC TOJIBKO BBUAY TEXHUUECKOM CJIOKHOCTH, H€}’IIO6CTBa,
(hMHAHCOBBIX M3EPKEK, HO U HM3-32 MCHUXOJOTMYECKUX OCOOEHHOCTEH caMoro corpyaHuka. [lpu
TOM HamOoJiee IeIecOO00pa3HbIM pEImIeHHEeM OyJeT MOBBICHTh BO3MOXKHOCTH CIICIMAIMCTOB
Mo MHQPOPMAIMOHHON O€30MacHOCTH MO ONEpPaTUBHOMY U 3a0JaroBPEeMEHHOMY BBISBIICHHUIO
BCKTOPOB aTaKH. B JaHHOM CJIy4Yac€ BO3HHUKAIOT ABC BAXXHBIC 3aJa4U: HCAOMYIICHNUEC YCTAHOBJIICHUA
KOHTaKTa 3JI0YMBIIIJICHHUKA C TMOTEHIIMAJbHOW >KEPTBOM, a BCIEACTBHE MOCTPOCHUS JOBEPUS;
OTIepaTUBHBIN cOOp CBEICHHI 00 aTakax.

CounonHXeHEepHbIE aTaKd PA3BUBAIOTCA C MOSBICHHEM HOBBIX TEXHOJIOTMM M CIIEHApHEB,
IpU 3TOM CYIIECTBYIOT OINpejAeieHHble cXoncTBa. llepBble Hay4dHble pabOTHI MO COLUAIBHOU
WHXXCHEpUU U3y4Yally IleJIeBble aTakd i MOJNyd4eHUs KOH(UICHIHATIbHON HHOpMAaINH,
NOCICAHUC — COCPCAOTOYCHBI HaA HpOTHBOI[CfICTBHPI AUCTAHOUOHHOMY MOIICHHUYCCTBY. 38.,[121‘-13
CHEIHAIMCTOB MO0 MH(GOPMALIMOHHON 0€30MacHOCTH — ONEPATUBHO BBISBUTH HOBBIE CLIEHAPUH aTaK
U TPUHATH COOTBETCTBYIOIIME MEPbI, BaXKHYIO pOJIb MpPH 3TOM OyAeT UrpaTh aBTOMATHU3ALUs
MpolLecca ¢ MCIOJb30BaHUEM MEPEOBbIX HHCTPYMEHTOB U TexHoJorui. [Ipu rioy0okom n3ydeHuH
PCAJBbHBIX CHCHAPUCB CONUONHKCHCPHBIX aTaK OAHOTHITHBIC 1 MCHCC TCXHUYHBIC aTaK! IICPECTAIOT
MPEICTaBIATh yrpo3y Ui OOJBIIMHCTBA MOTEHIHUANbHBIX KEPTB BBUIY CBOEr0 YCTapeBaHMS.
HOCJIQIIHI/IC HUCCICOOBAHUA B 06HaCTI/I COI_II/IaJILHOI\/JI HWHXXCHCPUU TIOKA3bIBAKOT TCHACHIHIO
MOCTETIEHHOTO BHEAPEHUS TEXHOJIOTMH HCKYCCTBEHHOTO WHTEJIEKTa JUIsl OLEHKU YSI3BUMOCTEH
MOJIb30BATCJIA U PACTIO3HABAHUA q)HL[II/IHFOBBIX aTak.

Paboma evinoanena npu noooepicke cpanma Poccuiickozo nayunozo ¢ponoa u Cankm-
Ilemepoypzeckozo nayunozo ¢ponoa Ne 25-11-20028 (https://rscf.ru/project/25-11-20028/) ¢ CIIo
@UI] PAH.
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